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Request for Change Template
Basic Requirements 

The following table shows the requirements for submitting a request for change (RFC).

	Request for Change Details

	Recommended Requirements for Submission of Request for Change

	Information Required
	Specific Details
	Client Specifics

	RFC number
	Create a unique identifier that will be generated electronically, but that can be assigned manually. Consider keys that indicate:

· The service.
· The date submitted. 
· A sequential number that changes daily.
For example, a messaging RFC could be indicated by M-30_Dec_2008-1.  This would indicate the first messaging request submitted for December 30, 2008. 
	

	Date that the change was proposed
	Define and control a set date format:       
For example, 30_Dec_2008
	

	Change initiator: person who submits the request to make a change to any part of the IT infrastructure governed by the change management process
	Include:

· Name.
· Position.
· Contact information, such as e-mail address and phone number.
Use standard formats for phone, pager, cell, and e-mail contacts.
	 

	Change owner: person (often management) who wants the change made 
	Include:

· Name.
· Position.
· Contact information, such as e-mail address and phone number.
Use standard formats for phone, pager, cell, and e-mail contacts.
	

	Description
	Provide a complete description of the nature of the change. Include:

· The services affected.
· The configuration items (CI) to be changed.
· Current version of the item to be changed.
For complex changes, any supporting project documents should be referenced and linked to the RFC.
	

	Related tickets
	Provide a record of existing activity (if known) that relates to the change: 

· Incident number.  

· Problem number. 
	

	Estimated time and resources
	Include:

· Headcount requirements.
· Hours required. 
· Scheduling requirements.
· Users who are likely to be affected.
· Outage times (if any).
	

	Reason for change
	Reflect a business purpose even if it is a break-fix. For example, additional hard disk space on a Web server should support a business requirement such as increased content.
Be sure to: 

· Include implications of not making the change.
· Identify any service level agreement (SLA) that may be at risk.   
	

	Authorization 
	Include:

· Approvals (ideally, electronic).
· Date. 

· Time.
	

	RFC status
	Consider the following typical status:

· Submitted

· Accepted

· Pending review

· Rejected

· Scheduled

· Closed


	


The following table shows what information should be included after the RFC has been accepted.
	Request for Change Details

	Recommended Requirements To Be Added After Acceptance of Request for Change

	Information Required
	Specific Details
	Client Specifics

	Priority
	Design with specific timeframes and business requirements in mind. A typical priority scheme includes: 
· Low. The change can wait until the next scheduled release.

· Medium. Because of the impact level, the change cannot wait until the next scheduled release, which is generally within a two-week period.
· High. The change needs to be deployed as soon as it is complete and has been tested.
· Emergency. The change needs to be deployed as soon as possible, so many of the approval and development steps are abbreviated.
	

	Category
	Consider the resource requirements for the change and the impact to the business of doing or not making the change. Keep in mind the organization’s experience with the change and with new technology or processes. Also consider how to support adherence and agility. Typical category levels include: 
· Major. High risk and high cost, this involves the greatest potential impact on users and/or resources. It can affect a business-critical system and may involve downtime of the service. 

· Significant or normal. This has a moderate affect on users, resources, and/or the business, and may involve downtime of services. The organization might have less experience with the product, the infrastructure, or the client involved in the change.
· Minor. This affects a smaller percentage of users and resources. The risk of an outage is less because of the organization’s experience in implementing this type of change.
· Standard. This is low risk because it is has a set deployment path and release process that have been proven to be successful; it affects the smallest percentage of users. 
· Emergency. This is high risk because of the urgency of deployment with minimal test time. It is uncertain whether the change will be successful, and there is a strong possibility of negative impact on the business if it fails. This is often a result of an urgent incident. It is escalated to the change advisory board/emergency committee (CAB/EC) for fast-track approval.

· Unauthorized. This is a change that occurs outside of the agreed-to change management polices or that is specifically forbidden.
· Delegated. This is a change that is “under the radar” of change management. It usually occurs within the normal scope of maintenance and operation of a specific technology or set of CIs, without impact on other technology groups or CIs. The scope can vary significantly among organizations.  
	

	Cost/benefit analysis
	This might be required along with budgetary approval, particularly for significant and major changes.  
	 

	Impact and resource assessment (from the CAB)
	Include: 

· Headcount requirements.
· Hours required. 
· Scheduling requirements.
· Users affected.
· Expected outage times (if any).
This information may be more suitable on a separate form that can be attached to the RFC. 
	

	Location of release plan
	Ideally, this would be the configuration management database (CMDB).
	

	Implementation plan
	Include timescales.
	

	Backout plan
	Include:

· Triggers.
· Contact details for key decision makers.
	

	Risks
	Consider:  

· Business continuity. 

· Contingency plans.
	

	Implementation dates and times  
	This includes:

· Scheduled

· Actual 

· Review
	

	Results of review
	This information may be more suitable on a separate form that can be attached to the RFC.
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