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[bookmark: _Toc246397290][bookmark: _Toc247360553]Introduction
If you deliver business services—whether you are a CIO, a manager, or an individual contributor—it’s likely that you’ve been called on to help improve how those services are delivered in your organization. This can be a daunting task, requiring organizational change, a top-down approach, dedicated resources, management involvement, and a great deal of time.
This is where Microsoft Operations Framework (MOF) 4.0 comes in. MOF is a meta-framework—that is, it incorporates the core requirements of service management industry best practices and frameworks into one free, easy-to-understand set of guidance. MOF offers actionable, relevant guidance that can help you whether you’re putting new changes into production or implementing ISO/IEC 20000.
First, you’ll read about several common service management scenarios—chances are, you’re experiencing one of them at present—and discover guidance that relates to your particular task in that scenario. Second, you’ll learn the tasks and best practices that relate specifically to your role in the organization.
[bookmark: _Toc246397291][bookmark: _Toc247360554]How to Use This Guide
You might ask, “How can MOF help me solve service delivery problems and meet challenges in my organization?” Getting Started with MOF 4.0: An Implementation Guide is meant to address that question by advising service management directors and CIOs, service management managers, and individual contributors about the hands-on use of MOF. The guide does this by directing you to the subset of MOF and Microsoft service management assets that are most relevant for your situation. It puts MOF into action, showing screenshots from MOF documentation, providing links to MOF and Microsoft’s service management assets, and explaining how to use them to facilitate decisions and action.
Getting Started with MOF 4.0: An Implementation Guide consists of two parts: Part One features three typical scenarios that illustrate common issues in service management departments. No matter what your role in the organization, you will find possible starting points in Part One for implementing MOF. Part Two consists of role-specific advice on how to get started with MOF—starting with CIOs and service management directors, then service management managers, and finally individual contributors.
Read Part One of this guide and the section in Part Two that best applies to your role in service management. Apply the guidance given there. In the end, after reading and applying the content, you should have achieved the following:
A better overall sense of which MOF components and related service management assets to apply and where to apply them, and how to get the most out of MOF in your role.
A list of prioritized action items, with a balanced mix of actions to address items that are both urgent and important (reactive, problem-led) and important, but not urgent (proactive) issues.
[bookmark: _Toc246397292]

[bookmark: _Toc247360555]Some Background
In order to get the most out of this guide, it will be helpful to understand how MOF is different from other service frameworks, as well as review some key terms used in this document. 
MOF doesn’t have to be adopted across an entire organization to have a positive impact. While it might be ideal to have a CIO or service management services director champion MOF across an organization, MOF is designed to be useful and usable at any level. That means an individual contributor can demonstrate MOF’s value just as a service management manager or CIO can. 
MOF offers clear paths from framework-level best practices to the sort of detailed procedures required to implement or improve service delivery processes. While no framework offers a seamless, click-through approach, MOF offers succinct, question-based guidance that can improve your services, their fit with your business, and how you get work done. You can start from the bottom (or front line) of your organization and work up—small changes that create momentum—or from the top down, or from the middle out. 

[image: C:\Users\ruth.preston\AppData\Local\Microsoft\Windows\Temporary Internet Files\Content.Outlook\WGEFXSFI\GSWM MOF graphic (2).PNG]
Figure 1. Microsoft Operations Framework (MOF) 4.0, displaying service management functions (SMFs) and management reviews around the service management lifecycle.


Terms
Table 1 lists commonly used terms you’ll see in this guide.
Table 1. MOF Terms
	Term
	Definition

	Management review (MR)
	An internal control that provides management validation checks, ensuring that goals are achieved in an appropriate fashion and that business value is considered throughout the service management lifecycle.

	Service management function (SMF)
	A core part of MOF that provides operational guidance for capabilities within the service management environment. SMFs help organizations achieve mission-critical system reliability, availability, supportability, and manageability of service management solutions.

	Service management
	A discipline for managing information technology (IT) systems, philosophically centered on the business's perspective of IT.



Figure 2 illustrates MOF’s unique place in the world of service management guidance. MOF draws from industry guidance and other frameworks, such as CoBIT and ISO 20000, and utilizes Microsoft’s key assets. With MOF, individual contributors can make changes that complement other frameworks and industry standards. Managers can integrate relevant parts of other frameworks, knowing that important areas won’t be missed. And CIOs can use MOF to ensure that their service management organizations have clear, comprehensive directives that will cross disciplines and integrate work activities and accountabilities.
MOF reflects and supports industry standards; in turn, it is supported and enhanced by a variety of internal Microsoft resources and assets, including: 
Complementary MOF publications
Training and certification options
Solution Accelerators 
Strategy, assessment, implementation, and improvement services 
The System Center family of software products
The MOF Forum
For more information about Microsoft service management assets, see the Appendix.


Figure 2. MOF’s position and capabilities in service management 
[bookmark: _Toc246397293][bookmark: _Toc247360556]
Part One: A Scenario-Focused Approach to Getting Started with MOF
Improving service management using a framework can be intimidating. Even if the end result is worth it, it’s hard to approach a vast, sweeping list of changes and adjustments and know exactly where and how to begin. But this “boil the ocean” approach is not necessary.
It all really starts with one question: What key challenges and opportunities is your IT department facing right now? The answer to this question represents your starting point for any sort of MOF implementation, large or small. No matter whom you are or what your role is, your first step should be to assess where you are as an organization so that you know your situation as you get started.
This section gives a detailed, step-by-step approach to three scenarios commonly faced by service management organizations:
Scenario 1: We Need a Better Way to Reduce Costs in Service Management
Scenario 2: We Need a Better Way to Check and Fix Services and Processes
Scenario 3: We Need a Better Way to Operate and Monitor Services
Reading through this section will help you begin to approach issues from a question-based, lifecycle-oriented perspective. It will get you thinking practically about how you can meet your organization’s needs and how you can use MOF to do that. Once you have a thorough understanding of your situation, you can move on to addressing issues most pertinent to your role. This is covered in Part Two of this guide, which discusses a role-based approach to getting started with MOF.
Note   For more scenarios commonly faced by service management organizations, see the MOF Job Aid: “Scenarios for Applying MOF” that accompanies this guide.
[bookmark: _Toc246397294][bookmark: _Toc247360557]Scenario 1: We Need a Better Way to Reduce Service Management Costs
Do any of these situations apply to your organization?
Service management costs are increasing, and we are getting pressure from the business to reduce service management budgets.
We are having difficulty managing return on service management investments and justifying total cost of ownership (TCO).
We are operating outside of expected parameters with large variances from the financial plan.
Customers are dissatisfied with the cost of service management services.
What to Do
Here is a recommended set of activities that you should consider:
Start by analyzing the service management cost components over the prior budgetary and upcoming budgetary periods. Identify past and future cost areas that warrant attention, and focus your efforts there.
Identify opportunities to reduce maintenance, operation, and project costs.
Identify ways to reduce costs—what, when, and by whom.


How to Do It
To begin to reduce costs in an organization, first identify the cost categories and types requiring the greatest expenditures. Often there are opportunities for reducing costs in each cost category (for example, hardware, software) as well as each type of cost (for example, fixed variable), so it is important to evaluate each of these. Do the following:
Identify the cost components to focus on. Use a matrix like that shown in Table 2—both for the immediate past period (for example, the last complete budgetary period) and the immediate future (for example, the next complete budgetary period). Highlight the components of cost that need no attention (green), some attention (yellow), and priority attention (red). See the MOF Glossary at http://technet.microsoft.com/en-us/library/cc543200.aspx for definitions of the terms used in this section.
Table 2. Cost Component Matrix 
	Past: 

	What have costs been?
	Capital: Outright purchase of fixed assists (for example,  new  server)
	Expense: Day-to-day costs of running a service: staff, electricity, maintenance, consumables
	Direct: Costs that can be directly allocated to a single customer or customer group
	Indirect: Costs that must be apportioned across all or a number of customer groups
	Fixed: Costs fixed for reasonable periods of time (salaries, depreciation, standing charges)
	Variable: Costs that vary with usage or time (overtime, electricity, etc.)
	Operational: Non-discretionary day-to-day running costs, (for example, electricity, hardware maintenance)
	Project: Discretionary costs for funding chosen initiatives

	Hardware
	Storage, networks, PCs, portables, local servers, mainframes
	
	
	
	
	
	
	
	

	Software
	Operating systems, applications, databases, monitoring and management tools
	
	
	
	
	
	
	
	

	Staffing
	Payroll, benefits, relocation costs, expenses, consultancy
	
	
	
	
	
	
	
	

	Facilities
	Offices, storage, secure areas, utilities
	
	
	
	
	
	
	
	

	Outside services
	Security services, Disaster Recovery services, outsourcing
	
	
	
	
	
	
	
	

	Transfer
	Internal charges from other cost centers within the organization
	
	
	
	
	
	
	
	

	Future:							

	What will costs be?
	Capital: Outright purchase of fixed assists  (for example, new  server)
	Expense: Day-to-day costs of running a service: staff, electricity, maintenance, consumables
	Direct: Costs that can be directly allocated to a single customer or customer  group
	Indirect: Costs that must be apportioned across all or a number of customer groups
	Fixed: Costs fixed for reasonable periods of time (salaries, depreciation, standing charges)
	Variable: Costs that vary with usage or time (overtime, electricity, etc.)
	Operational: Non-discretionary day-to-day running costs  (for example, electricity, hardware maintenance)
	Project: Discretionary costs for funding chosen initiatives

	Hardware
	Storage, networks, PCs, portables, local servers, mainframes
	
	
	
	
	
	
	
	

	Software
	Operating systems, applications, databases, monitoring and management tools
	
	
	
	
	
	
	
	

	Staffing
	Payroll, benefits, relocation costs, expenses, consultancy
	
	
	
	
	
	
	
	

	Facilities
	Offices, storage, secure areas, utilities
	
	
	
	
	
	
	
	

	Outside services
	Security services, Disaster Recovery services, outsourcing
	
	
	
	
	
	
	
	

	Transfer
	Internal charges from other cost centers within the organization
	
	
	
	
	
	
	
	





Determine maintenance, operation, and project costs that are good candidates for cost reduction. Use the MOF Financial Management SMF, specifically the “Determine maintenance and operations costs” and “Determine project costs” activities shown in Figure 3, to further identify costs that need management.
	[image: ]
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Figure 3. Cost assessment areas from MOF Financial Management SMF
Note   The “tear-out” figures below are actual excerpts from MOF documentation and will illustrate recommended activities going forward.

Set a cost reduction goal and identify cost reduction opportunities and actions. The following table demonstrates how each role can participate in this process.
Table 3. Cost Reduction Activities
	Service Management Director/CIO

	· Challenge your service management managers with a cost reduction goal and sponsor a cost-reduction working session with your management to identify opportunities for reducing costs and assign actions—who, what, and when.

	Service Management Manager

	· Facilitate a working session to identify opportunities for reducing costs. 
· For each cost reduction opportunity identified in steps 1 and 2 above, identify at least one specific action to take to reduce or eliminate costs in that area—who, what, and when. Do this for actual and future expenditures. Be sure to tag each opportunity with the cost category and type associated with it.
Invest in increased staff, processes, and management review capability to decrease costs?




	Service Management Manager

	· Review the cost categories and types that show the most promise against the following list to identify opportunities. Ask where can you:
Identify and eliminate unnecessary expenditures?
Substitute cheaper alternatives for necessary expenditures where equivalents are available—for example, by using Solution Accelerators?
Identify and eliminate or reduce major sources of unplanned work/rework?
Invest in increased staff, processes, and management review capability to decrease costs?
· Prioritize cost reduction opportunities as follows: Degree of difficulty to fix (5=easy, 1=hard); Positive impact of fixing (1=low, 5=high); Priority = Degree of difficulty × Positive impact
· Be sure not to leave the session without identifying “who, what, and when” for each cost reduction action.

	Individual Contributor

	· Provide input to the cost-reduction working session your manager facilitates. Remember, you are closest to the work and may be the one who can most clearly see where opportunities to reduce costs exist. It’s in everyone’s best interests to have resources and funds retained within the organization and available for the most valuable investments.


Applicable Assets
MOF Financial Management SMF: http://technet.microsoft.com/en-us/library/cc543324.aspx 
Solution Accelerators home page: http://technet.microsoft.com/en-us/solutionaccelerators/default.aspx
[bookmark: _Toc243220451][bookmark: _Toc246397295][bookmark: _Toc242756946][bookmark: _Toc243112669][bookmark: _Toc243123275]

[bookmark: _Toc247360558]Scenario 2: We Need a Better Way to Review and Fix Services and Processes
Do any of these situations apply to your organization?
We want to improve our service quality and process results, but have no idea where or how to start.
We are taking steps to improve service quality and process results, but might not be investing in the initiatives with the highest potential business value; certain priorities are unaddressed.
Key IT services and processes are missing or are failing to meet expectations, and this manifests itself in customer and user dissatisfaction with our services.
The components of services are not owned and managed end to end, resulting in inconsistent results and confusion about accountability for service results.
We are experiencing service downtime and performance issues that can be directly traced to process issues (lack of adequate change control, problem management, or availability and capacity management).
Processes are missing or inadequate, so heroic efforts are required to accomplish the basic work in IT. As a result, the best people on the IT staff get frustrated with “maintenance” work and don’t have time for the innovative work that the business requires.
Lack of clarity as to who owns what and what to do at what time is causing a major loss of productivity, and mistakes lower the reputation of IT in the opinions of customers and users.
What to Do
Here is a recommended set of activities to consider:
Establish the required shared information level by frequently conducting reviews— put the right people together, at the right time, with the right information to make management decisions.
Take a holistic view, and implement these reviews for every lifecycle phase. 
Provide a structure for analyzing results based on data. 
Isolate the most broken services and processes—those that are causing the most customer and user dissatisfaction and those that are causing the most business disruption—so that you can focus your efforts on areas that will give the greatest return. 
How to Do It
To address service and process challenges, it is important to assess your present situation, both for services and for processes. Do this by conducting MOF management reviews and performing service catalog and service management function analyses using the MOF Overview documents, MOF SMFs, the MOF Team SMF, and Microsoft’s service mapping technology. 


Do the following:
1. Assess your current service performance. Do this by using the Operational Health, Service Alignment, and Policy and Control Management Reviews.
Table 4. Assess Current Service Performance
	Service Management Director/CIO

	· Establish the Operational Health MR using guidance in the Operate Phase Overview document (“Management Review” section).
· Establish the Service Alignment MR using guidance in the Plan Phase Overview document (“Management Review” section).
· Establish the Policy and Control MR using guidance in the Manage Layer document (“Management Review” section).
· Decide whether to invest in the development of improvements proposed as a result of these reviews. Use the business objectives and scorecard in the Business/IT Alignment SMF to help you focus on the right areas to grow.

	Service Management Manager

	· Prepare and communicate the agenda for each review to key stakeholders.
· Analyze the inputs and drive the discussion in each review.
· Facilitate and document decisions made and outputs (proposed changes in services, processes, new initiatives, budget changes).

	Individual Contributor

	· Using the available ITSM tools and manual methods, produce the required review information and provide it to service delivery managers.
· Contribute to risk and value discussions during management reviews.


Applicable Assets
MOF Plan Phase Overview: http://technet.microsoft.com/en-us/library/cc543274.aspx
MOF Service Alignment Management Review (in Plan Phase Overview document): http://technet.microsoft.com/en-us/library/cc543274.aspx
MOF Manage Layer: http://technet.microsoft.com/en-us/library/cc539509.aspx 
MOF Policy and Control Management Review (in Manage Layer document): http://technet.microsoft.com/en-us/library/cc539509.aspx
MOF Operate Phase Overview: http://technet.microsoft.com/en-us/library/cc543232.aspx 
MOF Operational Health Management Review (in the Operate Phase Overview document: http://technet.microsoft.com/en-us/library/cc543232.aspx



Implement checkpoints between handoffs. Do this by using the Portfolio, Project Plan Approved, and Release Readiness Management Reviews.
Table 5. Checkpoint Reviews
	Service Management Director/CIO

	· Establish the Portfolio Management Review and enforce it as a control to move from the Plan Phase to Project Envisioning.
· Establish the Project Plan Approved Management Review and enforce it as a control for moving from project planning to building steps.
· Establish the Release Readiness Management Review and enforce it as a control to move from Project mode into the production environment.  

	Service Management Manager

	· Prepare and communicate the agenda to the key stakeholders; ensure all areas are represented.
· Begin the discussion and analyze the current state of your project for each review.
· Document decisions made and outputs (approved scope, risk mitigation plan, funding allocated, documentation, and any go/no-go decisions).

	Individual Contributor

	· Attend management reviews where appropriate. 
· Provide the required review information.  
· Carry out assigned action items.


Applicable Assets
MOF Deliver Phase Overview: http://technet.microsoft.com/en-us/library/cc543223.aspx 
MOF Project Plan Approved Management Review (in the Deliver Phase Overview document): http://technet.microsoft.com/en-us/library/cc543223.aspx
MOF Release Readiness Management Review (in the Deliver Phase Overview document): http://technet.microsoft.com/en-us/library/cc543223.aspx
MOF Plan Phase Overview: http://technet.microsoft.com/en-us/library/cc543274.aspx 
MOF Portfolio MR (in the Plan Phase Overview document): http://technet.microsoft.com/en-us/library/cc543274.aspx

Identify a list of services and processes that are most in need of attention. This will help you identify what areas need the most help, and you will avoid using resources on problems that need attention, but aren’t critical.
Table 6. Service Catalog Analysis Activities
	Service Management Director/CIO

	· Participate in or review the Service Catalog Analysis performed by the service delivery manager.
· Allocate resources and disburse funds to service improvement projects to address top priorities that have clear and immediate impact; work with the IT manager to put together a justification to take to the business for projects that require further consideration and investment.
· Working with the service delivery manager, use the relevant MOF SMF for the processes under discussion and the MOF Team SMF to assist in assigning ownership for the process.




	Service Management Manager

	Perform a Service Catalog Analysis to identify where to focus your efforts by creating and populating the following columns in a table: 
· Service name
· Business function (what it does/business capability it provides)
· Customer, Users (Unknown = ??, Does Not Exist = DNE)
· Criticality (High, Medium, Low, Unknown = C1, C2, C3, ??)
· Configuration Item details (that is, a list of the applications, platform, network, number of users/nodes that make up the service, including dependencies among them)
· Who supports—internal provider(s); external suppliers/provider(s)
· Strengths (positives, what is working well)
· Problems/Opportunities (what needs improving)
· Comments
· Degree of Difficulty to fix (5=easy, 1=hard)
· Positive Business Impact of fixing (1=low, 5=high)
· Priority (Difficulty * Impact)

	Individual Contributor

	· Participate in or provide feedback to the Service Catalog Analysis performed by the IT manager.
· Identify specific actions you can take that do not require authorization or resources from others to improve the top priority service issues; take those actions.
· Identify things (for example, policies, tools, standards, resources, assignment of ownership) that would enable better service performance for the high-priority process issues; ask the IT manager for those things, explaining how they would help.


Applicable Assets
MOF Overview: http://technet.microsoft.com/en-us/library/cc543224.aspx 
MOF Team SMF: http://technet.microsoft.com/en-us/library/cc543311.aspx



Perform a Service Management Self-Assessment. Do this by using specific elements of core MOF guidance relevant to your role (shown in Figure 4) to further shape the service improvement project.
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Figure 4. Attributes of MOF


Table 7. Service Management Self-Assessment Activities
	Service Management Director/CIO

	· Review the goals for each phase and layer in the MOF Overview guide. How are you currently measuring them and are you measuring them the right way? Are they being met? What is your current actual performance? What is your target? What is the gap? If you don’t have a baseline or a target, note an action to get a baseline and target in place and to go after the performance gaps with the highest payoff.
· Review the Manage Layer Integration indicated in each Phase and Layer overview with your IT managers. Are there gaps in GRC Focus? Change and Configuration Focus? Team Focus? What is the consequence?
· Review the results of the Service Management Self-Assessment performed by the service delivery manager and integrate your analysis performed above into their analysis.
· Task your managers with coming up with an integrated, prioritized plan for service and process improvement based on these analyses.
· Authorize resources and disburse funds to address the service and process performance gaps with the highest potential payoffs.

	Service Management Manager

	· Perform a Service Management Function Self-Assessment. Using the SMF guides, for each relevant SMF, create a table with the SMF name down the first column, and rows as follows:
SMF
Roles
Goals
Outcomes/Measures
Terminology (key terms)
Process flows
Inputs
Management reviews (Analyses, Decisions, Outputs)
Manage Layer integration (GRC Focus, Change and Configuration Focus, Team Focus)
Notes
· At the intersection of each row and column, for example, for the Problem Management SMF row, under the Roles column, indicate if the item is missing, needs improvement, or is satisfactory. Leave it to those in the room to indicate specifically what is missing or needs improvement, referencing the specifics in the MOF guidance—for example, for Problem Management, for Outcomes/Measures, there may be a specific MOF outcome that you are not achieving—note that.
Meet with staff to review and revise your findings and to develop the following:
· Priorities for each issue:
Degree of Difficulty to fix (5=easy, 1=hard)
Positive Business Impact of fixing (1=low, 5=high)
Priority (Difficulty * Impact)
· Possible solutions (make sure there is a good mix of “quick hits” and longer term solutions, 
as well as action items for individuals that will improve the situation that don’t require a project-level allocation of resources to do).
· Priority of possible solutions.

	Individual Contributor

	· Participate in or provide feedback to the Service Management Self-Assessment performed by the manager; specifically review and focus feedback on the following:
Process flows (activities, key questions, considerations)
GRC Focus (Objectives, Risks, Controls)
Team Focus (Role Type, Responsibility, Goal)
· Identify specific actions you can take that do not require authorization or resources from others to improve the top priority process issues; take those actions.
· Identify things (for example, policies, tools, standards, resources, assignment of ownership) that would enable better process performance for the high-priority process issues; ask the IT manager for those things, explaining how they would help.


Applicable Assets
MOF Overview: http://technet.microsoft.com/en-us/library/cc543224.aspx
MOF Plan Phase Overview: http://technet.microsoft.com/en-us/library/cc543274.aspx 
MOF Deliver Phase Overview: http://technet.microsoft.com/en-us/library/cc543223.aspx
MOF Operate Phase Overview: http://technet.microsoft.com/en-us/library/cc543232.aspx
MOF Manage Layer: http://technet.microsoft.com/en-us/library/cc539509.aspx
MOF Team SMF: http://technet.microsoft.com/en-us/library/cc543311.aspx
[bookmark: _Toc246397296]

[bookmark: _Toc247360559]Scenario 3: We Need a Better Way to Operate and Monitor Services
Do any of these situations apply to your organization?
Our support and operations teams spend a lot of time resolving incidents. 
Lack of monitoring capability is causing us to react to, rather than prevent, issues.
Our service management teams have communication issues that result in jobs not being done (due to lack of OLAs).
Important tasks are not carried out because our teams don’t have clearly defined and assigned ongoing tasks and because we are too busy resolving incidents.
When projects deploy into production, we typically do not include operational considerations such as troubleshooting guides and backup and restore policies.
We have poor (or no) service management operational documentation, which results in difficult handover and standardization scenarios.
We do not design services, infrastructure, and applications with operational reliability in mind.
What to Do
Establish operations, monitoring, and management practices that will help you run your service management services in a predictable, stable manner with clear accountabilities and responsibilities. 
Embed the primary operations and monitoring practices into operating level agreements (OLAs) to increase the commitment level between different service management teams and to ensure adherence. Use OLAs to structure and direct communications.
Form skilled service management operations teams (with clear accountabilities and responsibilities) to operate and manage your service management department as a service.
Consider operational planning efforts early in project stages to avoid surprises and unplanned situations. 
Create the operation and maintenance polices required to enforce behaviors. 
Use the Reliability SMF to address availability issues throughout the lifecycle.
Putting the following practices in place will help you operate, monitor, and manage services in line with agreed-upon service level agreements (SLA) targets. This will greatly improve workload management, increase operations team productivity, and ultimately increase service availability and reliability. 
How to Do It
To address some of the challenges mentioned above, you might consider several areas for potential improvement depending on your current organizational challenges, size, and maturity. Use the tables below as a recommended MOF implementation roadmap that can be carried out regardless of what your role is (Service Management Director, Service Management Manager, or individual contributor). 


Do the following:
1. Use the Operations SMF to establish the day-to-day operational practice at your organization. This will help you define requirements, build work instructions, and plan, execute, maintain, and manage operational work. 
Table 8. Operations SMF Activities
	Service Management Director/CIO

	· Set strategic goals of Operations practice using “Goals of Operations” section of the Operations SMF. 
· Establish the practice of performing management reviews, using the Operational Health MR in the Operate Phase Overview. 

	Service Management Manager

	Using the Operations SMF, do the following:
· Contribute to setting goals and objectives with the Service Management Director.
· Using the Operations accountability, assign applicable role types and responsibilities using Table 1 in the Operations SMF. 
· Set the appropriate measures to evaluate the overall effectiveness of Operations practices.
· Customize and approve the Operations SMF process flow by working with individual contributors.
· Using Table 2 in the Operate Phase Overview, implement the Operational Health MR by understanding and approving the necessary components (Inputs, Analysis, Decisions, Outputs). 
Consider implementing the following service assets:
· Implement Roles and Knowledge Management (RKM) to drive accountability, define clear roles and responsibilities, assign tasks effectively, and gain more value from service management documentation.

	Individual Contributor

	Using the Operations SMF, do the following:
· Go through the Activity tables for the six steps (Tables 4–9).
· Using the “Operations and Services Description Template” MOF Job Aid, answer the questions in the Activity tables, and record the available/missing inputs and produced outputs per activity.
· Understand the “Best Practices” section for each activity.
· Obtain a final approval on the process flow.
Consider implementing the following service assets:
· Help Service Management Managers to implement RKM by customizing the technology-related “Work Instructions” and sheets.





Applicable Assets
Operations SMF: http://technet.microsoft.com/en-us/library/cc531140.aspx 
Operate Phase Overview: http://technet.microsoft.com/en-us/library/cc543232.aspx
MOF Job Aid: Operations and Services Description Template (in the Operate Phase Job Aids download): 
Roles and Knowledge Management (RKM)—a Microsoft Services offering designed to deliver sustainable improvements in service management operations and the detailed day-to-day guidance needed to maintain a high quality of service. It is available at http://download.microsoft.com/download/C/3/C/C3C131A1-D17D-4BE3-9AED-B7B3AF266E70/RKM_Datasheet_v1.0.pdf.

Use Service Monitoring and Control (SMC) SMF to monitor the health of service management services, taking remedial actions to minimize incidents and events and providing trend data for optimizing service performance. SMC helps you address how to define service monitoring requirements, implement a service, and conduct continuous monitoring. To implement SMC at your organization, walk through the steps below based on your role.
Table 9. Service Monitoring and Control SMF Activities
	Service Management Director/CIO

	· Using the SMC SMF, set the strategic goals for monitoring by considering critical services and hard SLA targets.
· Establish the practice of performing management reviews, using the Operational Health MR in the Operate Phase Overview.
Consider implementing the following service assets:
· Using the Service Level Dashboard, get the current SLA compliance report to help make decisions.

	Service Management Manager

	Using the Service Monitoring and Control (SMC) SMF, do the following:
· Contribute to goals/objectives setting with the Service Management Director.
· Using the Operations accountability, assign applicable role types and responsibilities using Table 1 of the SMC SMF, and ensure alignment with the previous Operations SMF responsibilities. 
· Establish the appropriate measures to evaluate the overall effectiveness of monitoring and control practices, using the Outcomes and Measures columns in Table 2 of the SMC SMF.
· Customize and approve the SMC SMF process flow by working with your individual contributors.
· Using the Operate Phase Overview document—Table 2, create the Operational Health MR model by understanding and approving the necessary components (Inputs, Analysis, Decisions, Outputs). 
Consider implementing the following service assets: 
· Consider implementing the Service Level Dashboard Solution Accelerator to capture availability and performance data.
· Consider “Proactive Monitoring with Microsoft Operations Manager 2005” (PMOM) implementation to reduce operational costs with enterprise-tested, server monitoring processes and tools developed by Microsoft IT.




	Individual Contributor

	Using the Service Monitoring and Control (SMC) SMF, do the following:
· Go through the Activity tables for the four steps (Tables 4–7) in the SMC SMF.
· Get support from technology experts.
· Considering your systems/applications and services criticality (set by the CIO), continue using the previously edited “Operations and Services Description Template” MOF Job Aid to answer the questions in the Activity tables, and record the available/missing inputs and produced outputs per activity. 
· Understand the “Best Practices” section for each activity.
· Obtain final approval on the process flow from the Service Management Manager. 
Consider implementing the following service assets:
· Help Service Management Managers to implement Service Level Dashboard by installing the Solution Accelerator and doing the appropriate configuration. 
· Implement the Microsoft Office SharePoint® Server 2007 Management Pack for System Center Operations Manager 2007, which monitors the health state of the components in your SharePoint environment that affect performance and availability.
· Implement PMOM to help you work more efficiently with System Center Operations Manager and identify the issues that can affect the availability of your services.


Applicable Assets
MOF Job Aid: Operations and Services Description Template (in the Operate Phase Job Aids download): 
Service Level Dashboard. A Solution Accelerator that addresses the need for organizations to ensure that their business-critical service management resources (applications and systems) are available and performing at acceptable levels. The dashboard evaluates an application or group over a selected time period, determines whether it meets the defined service level commitment, and displays summarized data. It is available at http://technet.microsoft.com/en-us/library/cc540485.aspx.
Microsoft Office SharePoint Server 2007 Management Pack for System Center Operations Manager 2007: http://www.microsoft.com/downloads/details.aspx?FamilyID=626252c5-ad59-4842-9c6f-6ed24b6b1426&displaylang=en
Microsoft SharePoint Services 3.0 Management Pack for System Center Operations Manager 2007: http://www.microsoft.com/downloads/details.aspx?FamilyID=6803aa1d-0578-4d7d-bc2f-9600f0440d92&displaylang=en
Proactive Monitoring with Operations Manager (PMOM). A Microsoft Services offering that combines the implementation of incident and problem management processes with technical tools and reports to tune Microsoft System Center Operations Manager for your environment. In collaboration with your monitoring and Microsoft solution teams, Proactive Monitoring with Operations Manager from Microsoft helps you create incident matrices, major problem reviews, and structure for a sustained engineering team. It is available at http://download.microsoft.com/download/f/c/6/fc673215-4e92-43af-8410-0d8d177f4529/PMM.pdf.
System Center Operations Manager, which can be used for performance tuning. Further information about System Center Operations Manager is available at http://www.microsoft.com/systemcenter/operationsmanager/en/us/default.aspx.



Use the Business/IT Alignment SMF to update existing OLAs by adding the primary operational and monitoring practices elements you established in the previous sections. This will raise the commitment level between your various service management teams. Also, it will improve the communication stream, reduce conflict, and help you work as a team toward a shared vision supporting the business/service management goals. 
Table 10. Business/IT Alignment SMF Activities
	Service Management Director/CIO

	· Sign OLAs and monitor adherence.

	Service Management Manager

	Using the Business/IT Alignment SMF, do the following:
· Using Process 5: “Service Level Management” section of the Business/IT Alignment SMF and the OLA template (or existing OLA), draft (or update) the primary operational and monitoring practices. 
· Negotiate and gain final approvals from cross-team service management managers. 
· Participate in the OLA periodic reviews.

	Individual Contributor

	Using the Business/IT Alignment SMF, do the following:
· Go through the Activity table for Process 5 “Define OLAs” (Table 9).
· Answer the questions and record the available/missing inputs and produced outputs for that activity.
· Understand the “Best Practices” section. 
· Provide the necessary inputs to service management managers during the OLA drafting exercise.


Applicable Assets
MOF Job Aid: Operating Level Agreement template/sample documents (in the Plan Phase Job Aids download): www.microsoft.com/mof

Apply Team SMF principles. Use the principles in the Team SMF to help you establish your appropriate service management operations team and accountabilities, and to help assign responsibilities to support changing business needs. 
Table 11. Team SMF Activities
	Service Management Director/CIO

	Using the Team SMF, do the following: 
· Set the strategic Operations team accountability using the “Goals” section of the document.
· Approve the necessary team structure adjustments and role assignments.




	Service Management Manager

	Using the Team SMF, do the following: 
· Using the Operations accountability (Table 5) in the Team SMF, assign applicable role types and responsibilities. 
· Provide support to your individual contributors to help answer the questions in the Activity tables.
· Form the appropriate Operations teams.
Consider implementing the following service assets:
· Implement Roles and Knowledge Management (RKM) to drive accountability, define clear roles and responsibilities, assign tasks effectively, and gain more value from service management documentation.

	Individual Contributor

	Using the Team SMF, do the following: 
· Go through the following Activity tables in the Team SMF: 
Process 1 (Activities: Determine Work to be Done/List Responsibilities)
Process 2 (Table 12)
Process 3 (Table 13)
· Get support from the Service Management Manager to help you with the establishment of a healthy Operations team.
Consider implementing the following service assets:
· Help Service Management Managers to implement RKM by customizing the technology-related “Work Instructions” and sheets.


Applicable Assets
Roles and Knowledge Management (RKM), available at http://download.microsoft.com/download/C/3/C/C3C131A1-D17D-4BE3-9AED-B7B3AF266E70/RKM_Datasheet_v1.0.pdf, is a Microsoft Services offering designed to deliver sustainable improvements in service management operations and the detailed day-to-day guidance needed to maintain a high quality of service.

Apply the “Design for Operations” principle using the Project Planning and Deploy SMFs. The purpose of this is to ensure that your service management Operations phase starts in early stages of project development. This helps you to plan your operational and support requirements early enough to result in smooth handover to your production environment. 
Table 12. Project Planning and Deploy SMF Activities
	Service Management Manager

	Using the Project Planning SMF, do the following:
· Evaluate the goals and outcomes of the Operations Plan and how successfully they are communicated to the Operations and Support teams (using Table 2).
· Sign off the milestone review report for the Project Plans Approved Milestone.
· Customize and approve the Project Planning and Deploy SMFs process flows by working with individual contributors in operations.




	Individual Contributor

	· Participate in or provide feedback to the Service Management Function Analysis performed by the Service Management Manager.
· Take advantage of the “Operations Requirements” section in the MOF Job Aid “Functional Specification” document.
· Using the Project Planning SMF, Table 6—Activity “Write Individual Project Plans,” the person assigned the Release Management role writes the Operational Plan document. 
· Using the Deploy SMF, Process 3: “Stabilize Deployment,” Table 6, answer the questions, and record the available/missing inputs and produced outputs for each activity (Stabilize the Solution Deployment and Monitor the Solution During the Quiet Period).
· Understand the “Best Practices” section for each activity. 
· Obtain final approval (from Service Management Manager) on the process flow.


Applicable Assets
MOF Job Aid: Functional Specification (in the Deliver Phase Job Aids download): 

Create the required operational and maintenance policies to be enforced. For example, if you want vendors who access your data center to obey certain rules for security and regulation purposes, then you need to have that as part of an approved and enforced policy. 
Table 13. Operational and Maintenance Policy Activities
	Service Management Director/CIO

	Using the Policy SMF, do the following:
· Determine areas requiring Operational policies by answering questions in Process 1: “Determine Areas Requiring Policy” (Activity Table 4).
· Enforce new Operational policies by completing Table 8 (Process 5). 

	Service Management Manager

	Using the Policy SMF, do the following:
· Contribute to goals/objectives setting with the Service Management Director.
· Using the Management Accountability, assign applicable role types and responsibilities using Table 1. 
· Create the Operations policy (and the Privacy Policy sample document in the MOF Job Aids) using Process 2: “Create Policies” by completing Table 5 and answering all the questions.
· Validate the Operations policy using Process 3: “Validate Policy” (Table 6) and answer the questions in the activity table.
· Publish the Operations Policy using Process 4: “Publish Policy” by answering the questions in Table 7.

	Individual Contributor

	Using the Policy SMF, do the following:
· Validate the Operations policy using Process 3: “Validate Policy” (Table 6) and answer the questions in the activity table.


Applicable Assets
MOF Job Aid: Privacy Policy Document (in the Plan Phase Job Aids download): 

Apply Process 3 (Monitoring and Improving Plans) of the Reliability SMF. The purpose of this is to strategically support efforts to monitor services availability and reliability, and to report and analyze trends. 
Table 14. Reliability SMF Activities (Monitoring and Improving Plans)
	Service Management Director/CIO

	· Decide on Availability/Reliability targets (for example, e-mail availability).
· View Management Dashboards and make required decisions.
Consider implementing the following service assets:
· Sponsor the SLM implementation to achieve optimal availability and reduce operational costs.

	Service Management Manager

	Using the Reliability SMF (Process 3), do the following:
· Contribute to setting goals and objectives with the Service Management Director.
· Build the monitoring practice to report and analyze trends by answering questions in Table 6.
Consider implementing the following service assets:
· Consider SLM implementation to establish and improve communication and service agreements with your service management and business organizations, encourage alignment, manage by metrics, and automatically provide a scorecard of key services measurements.

	Individual Contributor

	Using the Reliability SMF (Process 3), do the following:
· Monitor dashboards.
Consider implementing the following service assets:
· Participate in SLM working sessions to create service maps and draft required OLAs/SLAs.
· Help in installing the SLM scorecard tool.


Applicable Assets
Service Level Management (SLM) is a Microsoft Services offering that is designed to help your service management groups evaluate the availability of their enterprise-wide service management infrastructure services and to manage them by a set of agreed-upon metrics. With Service Level Management for System Center Operations Manager, Microsoft provides hands-on assistance, guiding service management groups on how to apply Microsoft IT, ITIL, and Microsoft Operations Framework best practices, processes, tools, and knowledge to improve service availability. It is available at http://download.microsoft.com/download/A/8/4/A84E975F-0AF5-41B7-9A05-6E9D35BCCE9B/Ops/Excellence_Service-Level-Management_Datasheet_02.pdf.
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No matter what your role in the organization, your success in implementing MOF depends on understanding its principles and guidance. This part of Getting Started with MOF will help you understand MOF principles in relation to your role in your organization. For additional and more complete understanding of MOF, we recommend you complete a MOF Foundation course, which will help you target the materials best suited to your position and level of participation.
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Your first step should be to determine how you can address your service management problems using an understanding of MOF appropriate to your role (see Figure 5). 
[image: C:\Users\ruth.preston\Desktop\GSWMv4-first.png]
Figure 5. Core attributes of MOF highlighting CIO focus 
You should also read the MOF Overview and MOF Phase Overviews and Manage Layer guides, available at www.microsoft.com/mof.
Depending on your role, there are three general approaches to utilizing MOF:
1. Apply MOF as a common framework for the entire organization.
Use MOF to achieve clarity, ensure organizational focus, and make people more effective.
Utilize MOF’s built-in support for governance, risk, and compliance.
This section outlines each of these tasks, describing what they are, why you should perform them, and when and how.
The components and concepts of MOF that affect you most directly as a CIO or Service Management Director are:
Goals.
Service management functions (SMFs).
Management reviews (MRs).
Manage Layer integration.
At the bottom of Figure 5, there is a list of additional Microsoft service management assets. While you won’t be dealing with them as a direct result of implementing MOF, they are powerful tools for strengthening service management in your organization.
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What Does It Mean?
A common framework can help to align the thousands of decisions and actions taken by people in an organization every day. It highlights what needs to be done, defines what needs to be managed (and by whom and when), and determines the definition of “healthy” for the organization.
Applying MOF as a common framework for the entire organization means ensuring that service management business goals are met, that required capabilities from SMFs are in place, and that a proper level of scrutiny and due diligence is applied by MRs. Further, it means ensuring that:
All staff members have a basic awareness of the framework, with deeper levels of understanding as appropriate for specialized staff.
Everyone in the organization understands both the accountabilities relevant to their role and how their role fits in with the work of other roles.
When you succeed at applying MOF across the organization, several things will happen: 
· People will recognize and refer to MOF as they execute tasks, make decisions, and discuss key issues.
· People will cite the practices in MOF as the standard for completion and correctness.
· Examples of MOF practices that will be in evidence in the day-to-day activities and systems of the organization include:
Meeting agendas.
Job descriptions. 
Objectives and development plans for individuals.
Charters for organizational units and project teams.
Configuration of tools.
In other words, MOF practices are reflected in the behavior and the outputs of individuals, teams, processes, and the organization as a whole. 
Why Do It?
Service delivery organizations seek to meet customer expectations in the most cost-efficient and effective way. A shared service management framework ensures that everyone in the organization knows what they should be doing to consistently provide the quality the customer requires. Just as there are things you must do and manage to ensure that your car continues to provide reliable transportation throughout its life, service delivery organizations must perform and manage work throughout the lifecycle of each service to support customers’ needs.
A common framework for the organization directs, guides, and aligns many diverse decisions and actions every day. It eliminates overhead, confusion, and rework—not just for the organization itself, but also in its dealings with its customers and partners and its delivery of business services. 
Table 15 lists some of the challenges and outcomes that MOF can help organizations address.
Table 15. Challenges MOF Can Help Address
	Challenge
	Outcome with MOF

	Agility 
	More responsive to business and technology-driven change and service interruptions.

	Alignment 	 
	Better match of service management capability and costs to business needs, support for mission-critical services, and alignment of providers, suppliers, customers, and technology.

	Change
	More consistent change implementation with less business disruption.

	Complexity
	Less unnecessary complexity in services, processes, organization, infrastructure, relationships.

	Compliance 
	Enhanced regulatory compliance and internal control environment.

	Consistency 
	A common framework, language, and process concept as a basis for directed problem solving across local, regional, and global deployments. 

	Effectiveness 
	Better customer satisfaction with processes and services, both in-house and outsourced.

	Efficiency 
	Reduced costs and optimization of resources, better motivated and productive staff.

	Firefighting
	Your best people spending more time on innovation and less time on reacting to operational issues and handling repetitive problems.

	IT Governance
	Transparency and accountability in decision making and results.

	Reliability 
	More consistent performance and availability. 

	Risk 
	Support risk management and meeting management’s objectives. 

	Visibility 
	Enhanced metrics and reporting for clarity into the health state across the service management lifecycle.





When to Do It
Apply MOF as a common framework for the entire organization when:
No common reference point exists across the lifecycle for what to do or manage—or there is a reference point, but it is inadequate or incomplete (for example, you have a systems development lifecycle in development, but not for planning or operation). 
Lack of a defined organizational structure is creating issues—people don’t know what happens before or after their tasks in their work.
You have a service management framework in place, but are looking for greater alignment with standards like ITIL, CoBIT, and ISO/20000. 
The organization could benefit from for best practices and community-driven guidance from the Microsoft ecosystem (customers, partners, and Microsoft field service and support professionals). 
How to Do It
1. Read the MOF Overview document as well as the Plan, Deliver, Operate, and Manage Overviews; they have been designed to provide upper management with a high-level view of MOF.
Ensure that service management directors and CIOs, service management managers, and individual contributors know where to focus when putting MOF to use. 
Ensure that all staff members are aware of the structure of MOF, especially the phases and Manage Layer.
Work with your management team to gather baseline information and set goals for the phases, the Manage Layer, and the SMFs. Pay particular attention to Manage Layer integration so that you can address isolated decision-making and groups who work in isolation.
Conduct management reviews to determine the state of key management concerns, and schedule recurring meetings to review trends. This way, you can deliver against business objectives through risk management and effective internal controls.
Finally, make sure individual contributors have an action item or “to do” list. Managers should be working with individual contributors to make sure key activities are completed to acceptable performance standards. See the section “Use MOF’s Activity Tables to Ease Implementation and Provide Consistency” later in this guide.
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This activity involves choosing a set of outcomes for the organization to manage to and measure against, setting them down in writing in a compelling format, and communicating those outcomes effectively. Ideally, this approach will encourage people to take the right actions and make decisions that result in those outcomes being realized efficiently and effectively.
What Does It Mean?
Achieving this consists of using MOF guidance to help the organization focus and align activities and results. MOF provides a cascading set of management and governance mechanisms, including:
Phase and Manage Layer goals
Management reviews
SMF goals
SMF outcomes/measures
SMF/Team focus role responsibilities 
GRC focus objectives, risks, controls
Why Do It?
Organizations define clear outcomes to ensure organizational focus, which, in turn, aligns the work of the organization toward a set of objectives. As a result, teams will recognize the organization’s definition of success. By focusing people’s thoughts and actions on a cascading set of outcomes that guide the actions taken in your organization every day, you ensure that your teams do and deliver the right things and avoid getting caught up in activity for activity’s sake. By focusing on the value of service management in managing risk, you can improve communication with the business and customers and deliver reliable and trustworthy services.
When to Do It
Your focus needs to be on defining clear outcomes at least once a year, or whenever:
Work efforts are not aligned toward a clear and shared set of objectives—the wrong work is being done, and the right work is not being done.
Significant changes are happening (for example, mergers or divestitures).
There are significant changes in the regulatory environment.
People appear to be rewarded for the wrong behaviors, and not rewarded for the right behaviors.
How to Do It
1. Download the MOF Phase Overviews and Manage Layer guides and SMF publications that apply to your focus area from www.microsoft.com/mof, and review the following:
Phase Overviews and Manage Layer publications: Phase and Layer goals, management reviews
SMF publications: SMF goals, SMF outcomes, and measures, Team focus roles and responsibilities (focus on job standards, individual and team objectives, and development plans for the period), and GRC focus objectives, risks, and controls
1. Use Phase and Layer goals (see Figure 6). Starting from the top (the Phase/Layer level), establish a baseline for actual achievement and target for Phase and Layer goals. It is also useful to reference the objectives, risks, and controls section of the Phase Overview documents. Working with your management team, select a subset of outcomes that provide the greatest payoff by ranking them against your objectives for the year, the degree of difficulty required to do them, and their potential positive impact.
Note   The “tear-out” figures below are actual excerpts from MOF documentation and will illustrate recommended activities going forward.
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Figure 6. Sample of Phase goals
Use the management reviews (MRs) for each phase and layer of the lifecycle. Focus your outcomes on what needs to be achieved at those MRs. The MRs are opportunities to assess how well goals are being achieved and to determine what needs to change. They serve as a check-in point for everyone involved; without a positive assessment, the project doesn’t continue.
Use SMF goals, outcomes, and measures; these support the overall objectives of the phase and ensure a positive MR. Use the SMF outcomes to measure your actual and target performance and to identify gaps and associated actions.
Use Team focus roles and responsibilities to drive job standards, commitments, and development plans.
Use the GRC focus objectives, risks, and controls to focus on GRC-related outcomes.
Make sure you have a cascading, interrelated set of outcomes in place. Service management managers are responsible for making sure their groups are working toward the right outcomes. Conduct a monthly review with managers to review key performance indicator (KPI) accomplishments and plan to meet those KPIs. CIOs and Service Management Directors must sign off and agree yearly that these are the right outcomes for the organization. Finally, service management managers should look at each SMF and make sure there is a specific set of KPIs that support the outcomes and that certain individuals are assigned accountability for them. 
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What Does It Mean? 
Governance, Risk, and Compliance (GRC) practices are useful for making trade-off decisions about: 
How resources will be used to meet goals and deliver business value.
Managing risk from many sources, not only security risk.
Ensuring that service management activities comply with regulations and directives.
GRC is about making sure the right people are accountable, with clear decision rights and authority, for identifying and managing the right set of objectives and outcomes for services (governance) and risks. This includes compliance with regulatory requirements and policy directives. 

Governance	
Governance specifies who should make decisions and how, how to communicate effectively and when that should happen, and how to track IT’s progress against business objectives. 											Source: GRC SMF


Risk	
The possibility of adverse effects on business or IT objectives. Risk is measured in terms of impact, likelihood, and exposure. 
Risk management	
An organization’s efforts to address risk in the IT environment.
														Source: GRC SMF

Compliance	
Processes that ensure IT’s conformance with governmental regulations, laws, and company-specific policies—in other words, a means to inform individuals regarding appropriate activity and also ensure that the organization is actually doing what it has said it will do. 								Source: GRC SMF
Support for GRC practices is built into MOF in the following areas:
In the GRC SMF
In each SMF, in the Manage Layer/GRC focus (objectives, risks, and controls)
In the Policy and Control MR
In the IT Compliance Management Guide Solution Accelerator
Utilizing MOF’s built-in support for GRC means using MOF publications and service management assets and doing the following: 
Ensuring the organization has a shared understanding about what exactly GRC is.
Using GRC activity role types, responsibilities, and roles in the SMF tables to decide, assign, and communicate about GRC accountabilities and responsibilities.
Using the outcomes and measures in the GRC SMF to align the organization around GRC outcomes and measures.
Using the process activities and considerations (key questions, inputs, outputs, and best practices) to implement and improve the GRC process.
Why Do It?
Benefits of planned organization-wide governance include:
Clear and accountable decision making with an agreed plan for making trade-offs.
Increased stakeholder/shareholder satisfaction through transparent decision making and accountability for outcomes.
Clear outcome and growth expectations.
Chosen avenues for product development and customer satisfaction.
Elimination of arbitrary goal setting and decision making and the wasted resources that result from confused and conflicting efforts.
Consistent policies that work together effectively.
Well-communicated management objectives.


Established expectations for performance and compliance.
Clear expectations for acceptable behavior in pursuit of management’s goals.
Better decision making about the level of effort spent on reducing the likelihood and magnitude of risk impacts.
Benefits of planned organization-wide risk management include:
Open discussions and clear approaches to addressing risk. 
A culture of risk management that helps prevent willful ignorance of risk and intentional concealment of risk, and reduces the number of unknown risks. 
Benefits of planned organization-wide compliance management include:
· Meeting compliance objectives due to better management of data, stronger alignment with regulations, and increased strength against fraudulent acts.
· Assurance of systematic compliance with regulations and directives.
· Data reliability and organizational trustworthiness.
· Successful response to regulatory scrutiny.
When to Do It
Utilize MOF’s built-in support for GRC when you need to:
Make trade-off decisions for how service management resources will be used to meet goals and deliver business value.
Manage risk from many sources—not just service management security risk.
Make sure service management activities comply with regulations and directives.
How to Do It
1. Review the list of GRC-related focus areas you developed after reading Part One of this guide.
Download and review the following materials from www.microsoft.com/mof:
The GRC Service Management Function (SMF)
SMF sections in the three phases that cover the Manage Layer/GRC focus (objectives, risks, and controls) for areas where you are experiencing challenges 
The Policy and Control Management Review (MR) in the Manage Layer Overview
The outcomes of all MOF MRs in the Phase and Layer Overviews
Download and review the IT Compliance Management Guide Solution Accelerator at www.microsoft.com/solutionaccelerators.
How to Leverage the GRC Service Management Function (SMF)
The GRC SMF provides a concise definition of governance, risk, and compliance management. It includes roles, goals, and key terms as well as processes for establishing service management governance; assessing, monitoring, and controlling risk; and complying with directives. In applying the GRC SMF:
1. Use the definitions in the “Key Terms” section to familiarize the organization with relevant GRC terms.
Use the Role Type/Responsibilities/Roles sections to ensure that accountabilities are assigned for GRC activities.
Use the Outcomes and Measures Table (see Figure 7) to compare and adjust your organization’s outcomes and measures based on those specified in MOF.
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Figure 7. Outcomes and measures table



Use the process guidance starting on page 11 of the GRC SMF to improve how you establish service management governance; assess, monitor and control risk; and comply with directives. The activity tables (see Figure 8) will help you structure productive working sessions to drive decisions. Consider separating this activity into three working sessions—one for each part of the GRC process. Precede each session with awareness training on concepts in the GRC SMF; this avoids time wasted defining terms in the working sessions.
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Figure 8. Activity table



[bookmark: _Toc185925159][bookmark: _Toc201484577]Conduct awareness training based on the contents of the GRC SMF section, “Process 2: Assess, Monitor, and Control Risk.” Use the generalized cycle of assessing, monitoring, and controlling risk to gain acceptance of the use of a common model for dealing with risk in the organization.
How to Leverage the Manage Layer Focus/GRC Focus in the Phase Overviews
1. As shown in Figure 9, each of the Phase Overviews provides a Manage Layer focus that includes GRC considerations. Review this content in all three publications.
[image: ]Figure 9. Example of objectives, risks, and controls

Use the Objective/Risk/Control table to assess the “health state” of your organization for GRC. Ask questions to determine gaps in objectives and risk management practices (including contingencies and mitigations, and compliance control activities).
How to Leverage the Policy and Control Management Review (MR) 
The Policy and Control MR consists of reviews, held at least twice a year, that evaluate the effectiveness of the policies and controls in place across the service management lifecycle. The Policy and Control MR is found in the MOF Manage Overview, downloadable at www.microsoft.com/mof.
1. Use the Policy SMF to ensure that appropriate, well-constructed policies are in place and operating effectively.
1. Follow the instructions on how to apply the Policy and Control MR. 
How to Leverage the IT Compliance Management Guide Solution Accelerator 
1. The IT Compliance Management Guide is a Microsoft Operations Framework (MOF) 4.0 companion guide that is based on the Regulatory Compliance Planning Guide. It can help you shift your GRC efforts from people to technology. This Solution Accelerator helps you better understand how a service management framework can help you implement controls to address your organization’s GRC requirements. In addition, you can use its configuration guidance to help you efficiently address your organization's GRC objectives. It addresses GRC authority document requirements. The IT Compliance Management Resources workbook provides an extensive inventory of GRC-related configuration and management guidance organized by Microsoft products. Download the IT Compliance Management Guide at www.microsoft.com/solutionaccelerators. 
Follow the instructions in the IT Compliance Management Guide.
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GRC SMF: http://technet.microsoft.com/en-us/library/cc531019.aspx
IT Compliance Management Guide Solution Accelerator: www.microsoft.com/solutionaccelerators
Policy and Control Management Review (located in the MOF Manage Layer document): http://technet.microsoft.com/en-us/library/cc539509.aspx
Policy SMF: http://technet.microsoft.com/en-us/library/cc543348.aspx



[bookmark: _Toc246397299][bookmark: _Toc247360562]For Service Management Managers
Your first step should be to gain a basic understanding of MOF appropriate to your role (see Figure 10). 
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Figure 10. Core attributes of MOF highlighting service management manager focus 
You should also read the applicable SMFs (available at www.microsoft.com/mof); the overview and workflow information they contain is geared to your role. 
There are four key tasks to perform that are most relevant to your role: 
1. Use MOF’s question format to facilitate focused decision making.
Employ MOF to manage risk through internal controls.
Employ MOF to assign accountabilities and ensure quality.
Apply MOF’s precise examples and best practices to speed adoption.
This section outlines each of these tasks, describing what it is, why you should do it, where you should do it, and how to do it.


The components and concepts of MOF that affect you most directly are:
Roles
Goals
Outcomes/Measures
Key Terms
Process Flows
Inputs
Analyses
Decisions
Outputs
GRC focus
Change and Configuration focus
Team focus
Use MOF’s Question Format to Facilitate Focused Decision Making
What Does It Mean?
This activity involves gathering the right people and discussing the key questions embedded in the SMF activity tables to drive decisions about process in a meaningful, directed manner. A sample of key questions is shown in Figure 11 below. 
	Create compliance plan
	Key questions:
In what ways will the compliant company (the “to-be” state) differ from the current company?
What is not working effectively in the current compliance program?
What resource requirements, training, and changes to policies, processes, and systems will be required to become compliant?
Do IT service contracts with performance clauses need to be addressed?


Figure 11. Example of key questions in MOF to guide decision making
Why Do It?
If you ask stakeholders and decision makers meaningful, directed questions, you will gain greater acceptance and create a richer solution for implementing and improving processes.
When to Do It
Use the question format as you implement or improve processes (or activities within processes).


How to Do It
1. Identify the subset of SMFs to focus on.
Download the relevant SMF publications from www.microsoft.com/mof.
Create a Microsoft Word document for each SMF you will be discussing and paste in the associated table from the SMF. Add a third column to the table labeled For Discussion, where you’ll note: 
Which questions do we need to answer? 
Which questions are missing?
Add a fourth column labeled Actions: Who, What, When to capture action items.
In advance of every discussion, assign a person to be accountable for each question and answer.
Meet, discuss, decide, and assign action items.
Figure 12 shows an example.
	Create compliance plan
	Key questions (Owner):
In what ways will the compliant company (the “to-be” state) differ from the current company? Jon
What is not working effectively in the current compliance program? Ruth
What resource requirements, training, and changes to policies, processes, and systems will be required to become compliant? Vince
Do service management contracts with performance clauses need to be addressed? Meg
	For Discussion:
Which questions do we need to answer? 
Which questions are missing?
Note answers below:

	Actions: Who, What, When:



Figure 12. Example of key questions with Actions column
[bookmark: _Toc240186728]

Employ MOF to Manage Risk Through Internal Controls 
What Does It Mean?
Internal Control
The policies, procedures, practices, and organizational structures designed to provide reasonable assurance that business objectives will be achieved and that undesired events will be prevented or detected and corrected.
Source: ISACA Glossary of Terms www.isaca.org/Glossary
Risk Management
In general, risk management is a method of identifying, analyzing, assessing, and addressing (mitigating) potential conditions that could prevent achieving management’s objectives. Everyone in the organization has a role in risk management—from the CIO to the individual contributor.
Managers must adopt and improve a risk management method that serves their organization well and harmonizes with any other, more extensive, risk management programs in use by the business (such as Enterprise Risk Management). Given a risk management method for service management, managers must then guide the processes involved, ensuring that identifying, analyzing, assessing, and addressing risk is happening routinely and that people with appropriate skills are assigned responsibilities for this process. Part of this management activity also involves assessing the strategic and tactical goals for the organization, common work processes, and performance results to make sure that the appropriate activities are happening as expected and that undesirable or inappropriate activities are prevented, discovered, or corrected as needed. 
This entails the use of internal controls as one means of addressing risks. A critically important role for managers is to balance the cost of applying specific internal controls with the necessary level of risk mitigation. This is what creates the organization’s overall risk profile and the resulting system of internal controls. Many of the decisions made during management review meetings will involve making changes to address the ever-changing objective/risk environment.
Internal controls are specific activities performed by people or systems designed to ensure that business objectives are met. These activities are aimed at demonstrating that service management is in control of their services and is being accomplished throughout the service management lifecycle by:
Defining high-level objectives for each lifecycle phase.
Identifying risks to the achievement of those objectives. 
Identifying risk management approaches in the form of matching internal controls for mitigating risks.


Internal Controls
Internal controls are the processes and systems that exist to address risks and to mitigate potential outcomes. In the most general sense, internal controls provide the means by which management objectives are reliably achieved and, in doing so, contribute to positive outcomes for stakeholders. 
Examples of internal controls include:
Organization communications such as Standards of Business Conduct.
Use of strong passwords for authentication. 
Separation of duties that prevents developers from accessing production systems. 
Role-based access to systems and data.
Automated processes to remove access to systems upon termination.
Finally, individual contributors have a critical role to play in risk management. Often it is the deep technical knowledge of service management professionals, combined with intimate understanding of the way their work is done, that yields the best understanding of risk and potential impact. This then leads to clarity for which internal controls might effectively address identified risks. Once controls are defined, designed, and implemented, the individual contributor is involved in control activities. These represent the final application of all the work involved in risk management; control activities represent “compliance in action.”
Why Do It?
Controls help ensure the organization systematically achieves objectives and prevents and mitigates risks. Controls represent checks and balances that ensure defined procedures are followed and customer expectations are being met. Employing MOF to assign controls speeds the process and ensures that control activities are being created comprehensively and consistently. 
When to Do It
There are a number of triggers for creating controls. Examples are:
Significant organizational changes: mergers, acquisitions, reorganizations, and consolidations.
Organizational thrashing, productivity drain, and inconsistent quality of activities and deliverables due to lack of clarity about who is accountable for what.
Major changes—for example, an entirely new infrastructure technology or critical business software installation.
Response to an audit flag.
Preparation for an audit that will demonstrate:
Your processes and controls are documented.
That documentation proves you are doing what you say you’re doing.
How to Do It
Implementing Internal Controls
Internal controls are applicable to every aspect of service management, from technical controls involving network intrusion protection, to certificates for authentication, to application development, to transaction processing, and so forth. Identify an area of service management and you will have a domain for applying policies and internal controls in order to make sure that what is intended is, in fact, what is happening.


At the CIO level, the role of risk management and internal controls has been reinforced through regulatory means. In addition, there are ongoing requests for increased transparency as businesses increasingly use service management to drive benefits from partnerships (business-to-business, customer-to-business), and apply new technologies in developing domains such as social networking and mobile computing. 
This means that the CIO’s approach to implementing internal controls includes:
Defining the overall risk management and internal control approach to be used.
Ensuring that clarity exists at all levels of the organization so that people understand what is supposed to happen, how it should happen, and who is accountable for it.
Ensuring that a proper internal control environment and effective control activities can be verified by internal auditors and reported to executives.
Making use of MOF’s MRs to assess the effectiveness of the entire internal control environment.
Service management managers implement controls through a process of translation and consultation. They need to crystallize management’s objectives into policies and procedures that are understandable and can be applied throughout the organization. The method of risk management determined by the CIO must be translated into activities and communications that support and deliver on the intent of the effort. Additionally, managers need to use the technical knowledge of their individual contributors to develop internal controls that are appropriate in terms of cost and benefit, that are not excessive, and that yield an acceptable level of risk. Service management managers help implement internal controls by doing the following:
Defining acceptable risk level targets.
Driving the cycle of risk management: identification, analysis, assessment, and control.
Using MOF’s MRs to assess and improve internal controls.
Applying reasonable approaches to control documentation and evidence of controls being used.
Verifying that compliance efforts are meaningful, in force, and appropriate (neither too rigid nor too lax) to ensure results.
Demonstrating knowledge of security and privacy standards and issues.
Using SMFs to define workflows and help determine control points.
Consulting with individual contributors for technical expertise and determining approaches to internal controls that are sustainable in their environments.
Individual contributors are often those who identify the means of applying and configuring controls, attend to documentation, and retain evidence that controls are in operation. This requires an understanding of the underlying technology in terms of system administration as well as features, functionality, and performance and reliability implications of different approaches to implementing controls. It means that individual contributors need an end-to-end understanding of their work processes, as well as clarity about what should feed into their process and what other processes need from their work stream. The work of individual contributors in implementing internal controls, then, centers on:
Demonstrating knowledge of technologies in their area.
Creating security and privacy profiles and requirements for their technology and process areas.
Using SMFs to map workflows and to determine dependencies and expectations of related processes (service maps).
Understanding documentation requirements for internal controls, what comprises evidence that controls are in operation, and required evidence retention periods.
Understanding the requirements of MOF’s MRs and having appropriate information ready as input to their respective reviews.
Employ MOF to Assign Accountabilities and Ensure Quality
What Does It Mean?
Defining accountabilities is a way of organizing service management work. It ensures that the right work gets done because someone is held accountable for its happening. Each accountability in an organization maps to a significant piece of work that must be completed within one of the three MOF phases (Plan, Deliver, and Operate) or the Manage Layer. SMFs describe that work and the processes and activities that make it up. 
Each accountability is essentially a grouping of related roles or role types that perform the activities in SMFs.
Why Do It?
As a manager, you know that if you want something to happen, you need to put mechanisms in place to ensure that the desired results do indeed happen and that the work gets done because someone has been assigned to do it. This is what assigning accountabilities is all about: ensuring that someone is ultimately accountable for the work required to effectively deliver service management services.
Employing MOF helps ensure that accountabilities are assigned comprehensively and consistently, thereby speeding the pace of implementing ownership for tasks and deliverables. 
Assigning Accountabilities to Ensure Quality
Accountability
A way of organizing IT work that ensures the right work gets done by assigning someone who is held accountable for whether it gets done and how. Reference: Team SMF 
												Source: MOF Glossary

Role
A set of responsibilities in an IT organization. Depending on the effort required and the size of the organization, a single person might perform a single role or multiple roles, or a single role might be performed by multiple persons. 
														Reference: Team SMF
Role type
A generic variation of the term role, used to indicate that a particular role might be similar and serve roughly the same purposes in different IT organizations, but be called by different names. 								Reference: Team SMF Role


Table 16 shows the seven accountabilities in MOF, along with their associated role types and the SMFs where the role types are of primary importance. Each accountability type (Support, Operations, Service, Compliance, and so on) has a set of role types associated with it; in turn, each role type has a set of responsibilities and goals associated with it. 
For more information about accountabilities and role types, see the Team SMF.
Table 16. MOF Accountabilities
	Accountability
	Role types defined
	Addresses role type Important to these SMFs

	Support
	Customer Service Representative, Incident Resolver, Incident Coordinator, Problem Analyst, Problem Manager, Customer Service Manager
	Customer Service, Problem Management

	Operations
	Operator, Administrator, Technology Area Manager, Monitoring Manager, Scheduling Manager, Operations Manager
	Operations Management, Service Monitoring and Control

	Service
	Supplier Manager, Portfolio Manager, Account Manager, Service Level Manager
	Business/IT Alignment

	Compliance
	Service Management Executive Officer, Service Management Manager, Risk and Compliance Manager, Assurance and Reporting, Internal Control Manager, Legal, Service Management Policy Manager
	Governance, Risk, and Compliance

	Architecture
	Architecture Manager, Reliability Manager, Architect
	Reliability: Confidentiality, Integrity, Availability, Capacity, Continuity

	Solutions
	Solution Manager, Program Manager, Developer, Tester, Product Manager, User Experience, Release Management, Operations Experience, Test Manager
	Envision, Project Planning, Build, Stabilize, Deploy

	Management
	Service Management Executive Officer, Service Management Manager, Service Management Policy Manager, Service Management Risk and Compliance Manager, Assurance and Reporting, Change Manager, Configuration Manager
	Financial Management, Business/IT Alignment, Governance, Risk and Compliance, Change and Configuration Policy: Policy Governance, Security Privacy, Partner and Third-Party Relationships, Knowledge Management, Appropriate Use and Terms



Assigning accountabilities involves applying the following guidance to job descriptions, individual and team objectives, and development plans in your organization:
The Team SMF
Roles within each SMF
Manage Layer integration content
Assigning Accountabilities Using the Team SMF
1. Review the scenarios in Part One that are relevant to your organization. Think about where there are gaps (things that are either missing or inadequate) in the assignment of accountabilities.
Download the Team SMF from http://technet.microsoft.com/en-us/library/cc543311.aspx, and review the seven accountabilities, the role types they include, and the SMFs they primarily support.
Create a Word document. For each accountability that needs focus, create a table that shows the Role Type, Responsibilities, and Goals (see Table 17).
Add an Exists column to the table and indicate y/n for each role type; add another column, Needs Improvement, and indicate y/n. Focus your efforts on role types that are missing or need improvement.
Meet with stakeholders to discuss implementing and improving accountabilities. Be sure to invite people with relevant skills and knowledge for the accountabilities and role types you will focus on.
Add a column after the Responsibilities column titled Performance is effective when…, and write the standard for the Responsibility (that is, what it looks like when it is done correctly). For example, the Incident Resolver’s standards might include “Diagnoses incidents within the SLA for all services and systems or escalates immediately when an SLA breach is indicated.” Make these as quantitative as possible. This will take some time and requires back and forth discussion, which can actually be helpful.
Add a column after the Performance is effective when… column entitled Meeting Standard? and indicate y/n for each responsibility. Add another column entitled Action Plan after that, and in it, indicate Who/What/When, to explain who will own what task to address gaps, and when it will be due.
Add a column after the Goals column entitled As measured by (Target/Actual). In this column, record how the goal is or will be measured. For example, for the goal “Fix incidents,” you might record “Fix 60 percent of incidents without need for functional escalation,” fill in the target (in this case, 60 percent) and the actual percentage, if known. Add another column entitled Action Plan after that, and in it indicate Who/What/When to explain who will own what task to address gaps and when it will be due.
Repeat steps 4–7 for each relevant accountability. Be sure to separate role types that need focus and set aside others so as not to waste time.
Table 17. The Support Accountability and Its Attendant Role Types
	Role type
	Responsibilities
	Goals

	Customer Service Representative
	Handles calls 
Is first contact with user 
Registers calls, categorizes, determines supportability, and passes on calls 
	· Help the customer 

	Incident Resolver
	Diagnoses 
Investigates 
Resolves
	· Fix incidents 




	Role type
	Responsibilities
	Goals

	Incident Coordinator
	· Responsible for incident from beginning to end (quality control) 
	· Solve incident as quickly as possible 

	Problem Analyst
	· Investigates and diagnoses 
	· Find underlying root causes of incidents 

	Problem Manager
	· Identifies problems from the incident list 
	· Prevent future incidents 

	Customer Service Manager
	Accountable role for the goals of support 
Covers incidents and problems 

	Effectively and efficiently decrease incidents and incident solution time 
Increase effectiveness of resolutions and reduce costs 



Assigning Accountabilities Using the Roles Within Each SMF
1. Align responsibilities.
1. Assign roles.
1. Decide which roles require a dedicated team, a virtual team, or a project team.
As shown in Figure 13, each SMF specifies primary accountabilities and associated role types.
	Role Type
	Responsibilities
	Goals

	Change Manager
	· Manages the activities of the change management process for the IT organization 
	· Ensure changes are made with the least amount of risk and impact to the organization

	Configuration Administrator
	Tracks what is changing and its impact
Tracks configuration items (CIs), updates configuration management system (CMS)
	· Ensure a known state at all times


Figure 13. Example of an accountability and its attendant role types

Identify the SMFs that need attention and download the associated publications from www.microsoft.com/mof.
Create a Word document and copy into it the Role Type/Responsibilities/Role in This SMF table. Copy the role definitions from the “Key Terms” section of the publication.
[bookmark: _Toc240186729]Apply MOF’s Explicit Examples and Best Practices to Speed Adoption
What Does It Mean?
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	MOF contains explicit examples in the form of job aids and sample documents in Microsoft Office format that are free to download and use. As shown on the right, Best Practices in MOF are embedded in SMF activity tables.
	[image: ]



Figure 14. MOF job aids and activity tables
Applying MOFs’ explicit examples means using MOF’s job aids as a template for key service management documents.
Applying MOF’s best practices consists of reviewing your current practices at the activity level against MOF best practices and paying special attention to areas that are presenting challenges. This will help you identify redundancies and gaps in the performance and quality of activities.
Why Do It?
Job aids, samples, and documented best practices provide a starting point for smooth implementation of solutions and a point of comparison for implementing and improving activities. Job aids, samples, and best practices are free to download and use in Microsoft Office format, so you can modify them to make them your own. The materials have been written to be absorbed and applied quickly. They are highly visual and can help illustrate how the right decisions look. 
When to Do It
Use MOF job aids, samples, and best practices when you need to get your team up to speed quickly on service management processes at the activity level. Use them when you need to decide which approach to take when implementing and improving processes. They can also help you facilitate alignment when inconsistent processes are causing issues.
How to Do It
Applying MOF’s Explicit Examples
1. Figure 15 lists the MOF job aids and samples (available at the time of this writing) arranged by MOF Phase and Layer. Look at the diagram and identify job aids and samples that are relevant to your situation and role.
Visit www.microsoft.com/mof, and download the relevant job aids and samples.


Figure 15. MOF job aids by MOF Phase and Layer
Applying MOF’s Activity Tables
1. As shown in Figure 16, MOF’s best practices are articulated at the activity level within SMF process guidance. First, identify the SMFs that are presenting challenges relevant to your situation and role. 
[image: ]
Figure 16. Sample of a MOF activity table
1. Next, ask questions based on the best practices. Use the questions to generate discussion, drive decisions, and contribute to the implementation or improvement of the activity. 
1. Check your final outcome to ensure it is both quantitative and qualitative. One example might be, “Going forward, we will have three types of change requests, and we are going to implement them for the following services…” 
[bookmark: _Toc240186730][bookmark: _Toc246397300][bookmark: _Toc247360563]For Individual Contributors
Your first step should be to gain a basic understanding of MOF appropriate to your role (see figure 17 below).
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Figure 17. Structure of MOF highlighting individual contributor focus 
You should also read the applicable MOF SMFs (available at www.microsoft.com/mof), focusing on the activities that will help you implement MOF within your work. 
Next, there are three key tasks to perform that are most relevant to your role: 
1. Use MOF’s activity tables to ease implementation and provide consistency.
Apply MOF’s complementary Solution Accelerators for specific scenarios.
Use the MOF Forum to support relevant and emerging needs.
This section outlines each of these tasks, describing what it is, why you should do it, when you should do it, and how to do it.


As a reference, the components and concepts of MOF that affect you most directly are:
Activities.
Key Questions.
Considerations (inputs, outputs, best practices).
Controls and compliance.
Role types, responsibilities, and goals.
[bookmark: _Toc240186731]Use MOF’s Activity Tables to Ease Implementation and Provide Consistency
What Does It Mean?
This activity involves using MOF guidance to make the implementation of processes as efficient and consistent as possible across the organization. While an individual contributor might not have the authority and control of a manager or CIO, the implementation of MOF starts, in many cases, with small changes at a detailed level. 
To this end, each SMF documents processes that consist of a structured set of activities. Each activity has an associated activity table that contains key questions, inputs, outputs, and best practices for each part of an implementation. 
Why Do It?
MOF’s activity tables (see Figure 18) help you introduce a consistent approach and common practices at the activity level. Use the tables to drive the who (accountability), the what (action to be taken), and the how (best practices adapted for your specific situation) for the activity and, ultimately, for the process. Doing so supports operational efficiency by providing a quick way to ensure consistency across organizations. For example, if one group within your organization supports Enterprise Resource Planning such as SAP, and another supports the Microsoft Exchange environment, their approaches to processes can be inconsistent. Inconsistency can cause additional overhead and drain productivity. 
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Figure 18. Sample of a MOF activity table
When to Do It
Use MOF activity tables to ease implementation wherever you are assessing, implementing, or improving processes and activities. Return to these tables whenever you want to compare them against current practices with which you are experiencing organizational challenges. Review them when training new employees, or when there is a new service, change to a service, new technology, or significant business change (for example, a merger, acquisition, consolidation, or reorganization).


Use MOF activity tables to focus on challenges that are common across organizations, such as change and configuration, policy, and customer service. For example, consider change management. If you’re going to successfully establish change management, certain items will be mandatory—such as the creation of a Change Advisory Board. Other items will be optional, and still others will need to be tailored to your organization. In all cases, you will need to make decisions and take action. MOF’s activity tables help focus and direct this activity.
How to Do It
1. Decide which activity tables to focus on by reviewing the SMFs (the bulleted items in Figure 19) to see which ones are most relevant to your situation and role. Ask yourself: 
Which activities are presently being performed, and which are not? 
Which are presenting challenges, especially due to inconsistency across the organization?
Are any presently being completed, but inadequately? 
Where are gaps in coverage? Are there areas where activities are missing? 
Where are redundancies?
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Figure 19. MOF lifecycle with SMFs and management reviews 

Meet with other key stakeholders and decision makers and walk through the activity table. Determine who is completing the activities and how they are doing it. Are they consistent? Which activities aren’t being completed? This is a way of finding out what is being done (and how well) and discovering gaps and redundancies.


Again, using the activity table, do the following: 
Answer key questions to determine scope and to check for gaps, redundancies, requirements, and standards for each activity.
Look at inputs to ensure that you have clarified all relevant source materials, dependencies, long lead-time items, and accountabilities.
Look at outputs to ensure that what you are working toward—what you will actually deliver—is understood and agreed.
Look at best practices and compare them to your approach so that you can adjust where necessary.
[bookmark: _Toc240186732]Apply MOF’s Complementary Solution Accelerators for Specific Scenarios
What Does It Mean?
Microsoft Solution Accelerators are free, downloadable, authoritative packaged resource kits that combine proven guidance and Microsoft technologies to help you proactively plan, integrate, and operate service management systems. 
Solution Accelerators available at the time of this publication are shown in Figure 20, arranged by MOF Phase and Layer. To learn more about Solution Accelerators, visit http://technet.microsoft.com/en-us/solutionaccelerators/default.aspx. Be sure to check this site often for new Solution Accelerators.
 

Figure 20. Microsoft Solution Accelerators, arranged by MOF Phase and Layer
This activity involves matching Solution Accelerators to specific issues that are critical and relevant for your situation and role.


Why Do It?
Solution Accelerators automate service management best practices and accelerate time to results when addressing the challenges you face. They are free, and they save time and money that the organization would otherwise have to spend developing solutions to address the issue or capability in question.
When to Do It
Use Solution Accelerators when you, as a Microsoft customer, need to streamline implementation of specific solutions. Primary focus areas of Solution Accelerators are security and compliance, assessment (discovery of your Windows®-based server and client environment), deployment, and infrastructure planning and deployment. 
For example, the Microsoft Deployment Toolkit (MDT) is best-practice guidance for desktop deployment, aimed at reducing deployment time, effort, and cost by increasing the level of automation. It allows administrators to deploy desktops with Zero Touch and Lite Touch interaction at the target PCs. This solution also helps you move to a managed environment with standardized desktop images, thereby reducing system complexity and increasing overall system manageability. MDT uses System Center technologies to automate the software distribution process and utilizes the core Windows infrastructure to make it possible.
How to Do It
1. Review the Solution Accelerators, their descriptions, and the areas of MOF for which they provide solutions.
Match the issue each Solution Accelerator solves to the most relevant challenges in your situation and role.
Select the subset that appears to most closely mirror your situation and examine them with implementation in mind. Look carefully at the security and compliance guides and the Microsoft Assessment and Planning Toolkit. In addition, if you are deploying Windows-based servers or clients, look at the deployment tools as well. 
Go to www.microsoft.com/solutionaccelerators, and review and download the relevant Solution Accelerators.
[bookmark: _Toc240186733]Use the MOF Forum to Support Relevant and Emerging Needs
MOF publications were designed to reflect the great ideas and best practices that customers and partners have developed. Microsoft also recognizes that while many concepts and principles in MOF will not change over time, the people, process, and technology of service management do change, and new guidance will be needed as critical needs emerge. When such a need arises, timely support from like-minded individual contributors is critical.
This is why Microsoft designed MOF 4.0 to be community-driven and to enhance continuous improvement through community involvement. To encourage this, Microsoft has made MOF 4.0 open and free to use and has provided service management professionals at all levels the opportunity to contribute via the MOF 4.0 online community.
The MOF Forum is a place for discussion of Service Management, MOF, best practices–based frameworks, service management GRC, and the service management lifecycle on the Microsoft platform. The MOF 4.0 online community is a place where you can share service management knowledge and ideas; it is a place where you can communicate with like-minded individual contributors made up of customers, partners and Microsoft employees. 


The MOF 4.0 Forum provides a platform that integrates sharing, blogs, forums, online training, and feedback to support the community and keep it ahead of ever-shifting service management trends. Visit MOF online at http://social.technet.microsoft.com/forums/en/MOF4/.
What Does It Mean?
Utilizing the forum means: 
Searching the community for solutions to relevant and emerging challenges you are facing, and finding and applying those ideas.
Posting your own ideas for addressing someone else’s challenges.
Why Do It?
Your peers are probably experiencing some of the same challenges you are, so you can work together with them to address those challenges. The forum and its members can help you find solutions you might not be able to come up with on your own, and together, you develop solutions that benefit the whole community. 
When to Do It
In certain instances, the core MOF materials might not provide the exact answer you’re looking for. Service management challenges are not static; the community provides a resource for those emerging questions and issues.
How to Do It
The MOF 4.0 Community Forum is available at http://social.technet.microsoft.com/forums/en/MOF4/.
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Figure 21. MOF Forum


[bookmark: _Toc240186734][bookmark: _Toc246397301][bookmark: _Toc247360564]Call to Action	
Eager to get started with MOF? Here are some things you might consider doing:
1. If you haven’t taken MOF Foundation training or completed the recommended reading for your role as outlined in the MOF Overview, please do this first—a foundational understanding of MOF is useful for getting started.
1. Download and use the MOF publications and Microsoft service management assets that you have identified as relevant for your situation and role.
1. Visit the resources listed below to download MOF guidance and learn more about Microsoft service management assets:
Publications. Visit the MOF 4.0 Web site at www.microsoft.com/mof.
Training. Contact your technical account manager at your Microsoft Certified Partner for Learning Solutions or an account representative at http://www.microsoft.com/services/microsoftservices/default.mspx.
Solution Accelerators. Learn more about how to optimize your current service management infrastructure by visiting www.microsoft.com/technet/solutionaccelerators/default.mspx and looking at the Solution Accelerators that will help you solve your most critical challenges.
Software. Learn more about available tools to automate your service management processes at www.microsoft.com/systemcenter/default.aspx.
Services. Contact your technical account manager or account representative at http://www.microsoft.com/services/microsoftservices/default.mspx.
Community. For relevant emerging needs, utilize the MOF 4.0 Community Forum at http://social.technet.microsoft.com/forums/en/MOF4/.
Set a timeline for completing the implementation actions you identified in parts One and Two of this guide and start taking action.
For Service Management Directors and CIOs:
· Apply MOF as a common framework for the entire organization. 
· Use MOF to define clear outcomes to ensure organizational focus. 
· Utilize MOF’s built-in support for Governance, Risk, and Compliance. 
For Service Management Managers:
· Use MOF’s question format to facilitate focused decision making.
· Employ MOF to manage risk through internal controls.
· Employ MOF to assign accountabilities and ensure quality.
· Apply MOF’s precise examples and best practices to speed adoption.
For individual contributors:
· Use activity tables to ease implementation and provide consistency. 
· Apply Solution Accelerators for specific scenarios. 
· Utilize MOF’s community to support relevant and emerging needs. 
Share with your peers. After you’ve used MOF guidance and taken advantage of other Microsoft service management assets, discuss your experience with your team and management, and suggest that they try MOF to help meet the challenges you face together.
[bookmark: _Toc240186735][bookmark: _Toc246397302][bookmark: _Toc247360565]Feedback 
Please direct questions and comments about this guide to satfdbk@microsoft.com. 
[bookmark: _Toc246397303][bookmark: _Toc247360566][bookmark: _Toc240186736]Appendix: Microsoft Service Management Assets 
Microsoft’s core service management strategy is to deliver solutions for the effective and efficient integration of the people, process, and technologies required in order for organizations to reap the benefits of quality service management services. As shown in the following figure, Microsoft provides people and process guidance with MOF 4.0, management tools with the System Center family of products, and integrated technology and guidance packages to handle complex problems with Solution Accelerators. When combined, MOF 4.0, System Center products, and Solution Accelerators support optimized service delivery and management of the Windows operating system platform, which in turn delivers the core service management infrastructure required to support business services and workloads. 
[bookmark: _Toc246397304][bookmark: _Toc247360567]MOF Complementary Publications 
These downloadable publications offer core and complementary guidance across the service lifecycle. The core documents include the MOF Overview, MOF Phase and Layer Overviews, and SMFs for 16 different management disciplines. Complementary guidance includes job aids, samples, action plans, companion guides, and comparison guides, compliance management guides, quick start kits, and mind maps. Figure 22 shows publications available at the time of this writing.

Figure 22. MOF job aids by Phase/Layer (downloadable at www.microsoft.com/mof)
[bookmark: _Toc246397305]

[bookmark: _Toc247360568]Training and Certification
Microsoft and its partners offer training courses and programs across a wide array of competencies—from MOF Foundation training to custom training options and workshops. Here are several available offerings:
MOF 4.0 Foundation training and certification. Available from Microsoft Operations Consulting and qualified TAMs/PFEs, as well as training partners. For a list of qualified MOF training partners, contact EXIN USA at (781) 878-1235, or info@exin-us.org.  
Change Configuration and Release (CCR). Formerly Strategic Enterprise Operations (SEO). Available from Microsoft Operations Consulting, qualified TAMs/PFEs. Covers Change Release Configuration, Governance, Risk, and Compliance.
Workshop Plus Exchange and Active Directory® Disaster Recovery Workshops. Available from Microsoft Operations Consulting, qualified TAMs/PFEs (IT Service Continuity Management).
For more information, see http://www.microsoft.com/microsoftservices/en/us/home.aspx. 
[bookmark: _Toc246397306][bookmark: _Toc247360569]Solution Accelerators
Solution Accelerators are free, authoritative resources that help you proactively plan, integrate, and operate service management systems. Downloadable at http://technet.microsoft.com/en-us/solutionaccelerators/default.aspx, each of these tools supports a particular section of MOF (see Figure 23 for a list of accelerators available at the time of this writing).
For example, the Service Level Dashboard Solution Accelerator in the Operate Phase addresses the need for organizations to ensure that their business-critical service management resources (applications and systems) are available and performing at acceptable levels. The dashboard evaluates an application or group over a selected time period, determines whether it meets the defined service level commitment, and displays summarized data.

Figure 23. Solution Accelerators by Phase/Layer
For more information, see www.microsoft.com/solutionaccelerators. 
[bookmark: _Toc246397307][bookmark: _Toc247360570]Software: The System Center Family of Products
To increase an organization’s service management capability requires the integration and automation of processes and service management professional activities. The Microsoft System Center family of products facilitates this automation and integration, helping to reduce service management complexity and delivering a reliable and consistent operations experience designed especially for the Microsoft environment. For the latest information, see www.microsoft.com/systemcenter. 

[image: ]
Figure 24. System Center family 
Here are several of the System Center offerings available to your organization:
System Center Configuration Manager 2007 R2. Configuration Management, software distribution, and CMDB—enables greater control over desktop and servers, provides tools for managing desired system configurations including automating software installations and updates.
System Center Operations Manager 2007. Service monitoring/event/alert/incident/availability management of distributed applications; enables greater control of the service management environment.
System Center Data Protection Manager 2007. IT Service Continuity Management: delivers continuous data protection for Windows file servers; provides backup and restore capabilities.
System Center Virtual Machine Manager 2008. Configuration Management: a new kind of management tool for the new age of virtualization, helps with consolidating applications onto virtualized servers.
[bookmark: _Toc246397308]

[bookmark: _Toc247360571]Services
Microsoft and its partners provide a range of services to help you meet challenges using MOF guidance and Microsoft’s service management assets. These include strategy, assessment, definition, design, implementation, and improvement services. The table below lists services available to your organization, available at http://www.microsoft.com/microsoftservices/en/us/home.aspx. Microsoft partners also deliver many of the service listed below. For a tool that helps you search for Microsoft partners and the solutions they offer, see https://solutionfinder.microsoft.com/. 
Table 18. Microsoft Services
	Service
	Description

	Desired Configuration Management (DCM)
	Helps you use Microsoft and third-party best practice configuration knowledge to improve configuration definition and maintenance.

	Service Management Assessment (SMA)
	Helps your business identify and qualify service improvement projects that will contribute to business value.

	Proactive Monitoring with Operations Manager (PMOM)
	Combines the implementation of incident and problem management processes with technical tools and reports to tune Microsoft System Center Operations Manager for your environment.

	Service Level Management (SLM)
	Helps define your service management services and measure their availability to meet business requirements.

	Service Mapping (SMAP)
	Helps service management and business unit groups model service management services end to end for the organization—lets customers ensure that all dependencies and cross-functional areas are captured and accountability identified.

	Software Update Management (SUM)
	Provides your staff with Microsoft best practices and specific recommendations that help improve your software update management process.

	Configuration Management
	Helps you strategically deploy a comprehensive configuration management infrastructure that includes discovery, architecture and planning, and deployment guidance based on industry best practices and key Microsoft System Center Configuration Manager 2007 R2 technologies.

	Roles and Knowledge Management (RKM)
	Helps deliver sustainable improvements in service management operations and offers the detailed guidance needed to maintain a high quality of service.




	Service
	Description

	Operations Strategic Review (OSR)
	Offers a high-level, 12–18-month roadmap for process improvement in support of service management's business-validated vision, strategy, and project plans.

	Service Management Optimization (SMO)
	Provides a management solution for proactive monitoring and capacity management of systems, applications, and services.

	OpsRAP (Operations), ExRAP (Exchange), ADRAP (Active Directory), SQLRAP (SQL Server®)
	Provides critical insight into the health of an organization’s service management processes and functions.
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