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Bring your own voice 

connection with Office 365

The complete meetings 

solution

Call plans and call control (PBX) 

powered by Microsoft Cloud

Modern Meetings Modern Voice Hybrid Voice

Call 
Control 
(PBX)



IMPROVE PRODUCTIVITY

CUSTOMER SUPPORT

CHANGING 
BUSINESS MODEL

CXO in small

or Financial Exec. 

in mid-size

COMPANY

WIDE

65%

45%

Executives:

Sales, Marketing

Customer Service

LINE OF 

BUSINESS

35%

55%

Initiation

68%

17%

14%

2%

33%

44%

11%

11%

49%

14%

29%

2%

6%

2%

40%

33%

21%

7%

President/CEO

CFO/VP/GM

Dept. Director/Manager

IT Manager

Admin/Exec Assistant

78%

8%

8%

67%

22%

11%

Research Final DecisionBudget



Skype meeting broadcast (NEW)

PSTN conferencing (NEW)

Connected meeting experience

Video and content sharing

Surface hub and skype room systems
Skype meeting broadcastOffice real-time 

Co-authoring in skype for business

Dial-outDial-in





35%44%

SWITCH TO MODERN 
MEETINGS

65% 60%

WHY?

18%

35%

23%

12%

100-500

51-100

'11-50

6-10

WHO?

UPTO 60% SAVINGS



Upsell To Exchange Online & HEX Base

OFFER COMPONENTS

1. Skype for Business Online Plan 2  

2. PSTN Conferencing Add-on

$9.5
Additional Revenue, 
Per User Per Month

Upsell To Existing Office 365 Base: 
BE/BP/E1/E3

OFFER COMPONENTS

1. PSTN Conferencing Add-on

$4.0
Additional Revenue, 
Per User Per Month

New Customer Acquisition

OFFER COMPONENTS
1. Business Premium

2. PSTN Conferencing Add-on

$16.5
Revenue, Per User Per Month

DEVICE SALES & MARGINS

END CUSTOMER ADOPTION & SUPPORT SERVICES

$23
Power-up Incentive/Seat

$4.18
Avg. Margin, Rebates, 

Local Incentives



https://www.microsoft.com/en-us/CloudandHosting/SkypeforBusiness.aspx


LAUNCH BUSINESS 
PREMIUM + MODERN 
MEETINGS IN THE NEXT 30 
DAYS…7 CLICK 
IMPLEMENTATION

LET US KNOW HOW WE 
CAN SUPPORT:

ANKURAR@MICROSOFT.COM

mailto:ANKURAR@MICROSOFT.COM






Cyber Threats

286 DAYS

80 DAYS

53 seconds



Can we answer YES to these 5 questions?



SECURITY AS A SERVICE



4 lens of Security As A Service

SECURE CONTENT

PROTECT CONTENT: 

CREATION, TRANSIT, 

CONSUMPTION

SECURE DEVICES

WORKPLACE ISSUED OR 

BYOD DEVICES

GREAT EMPLOYEE 

EXPERIENCE

PRODUCTIVITY WITHOUT 

COMPROMISE

SECURE THE FRONT 

DOOR

IDENTITY DRIVEN 

SECURITY

IDENTITY IS THE NEW CONTROL PLANE: 

Stickiness, Future Growth (On-Prem, SalesForce, DropBox and 2600+ other SaaS, AWS, Azure)



SECURE THE FRONT DOOR





Secure the Front Door

Leaked 
credentials

Infected 
devices

Configuration 
vulnerabilities 

Risk-based 

policies

MFA Challenge 
Risky Logins

Block attacks

Change bad credentials

Suspicious sign-in 
activities 

MACHINE LEARNING AND RISK PROFILING OPEN THE FRONT DOOR BASED ON RISK

Shadow IT 
Risk 

Assessment

User

MFA

Conditions
Location (IP range)

Device state

User group

Risk

Block access

Enforce MFA per 

user/per app

Allow access 

Leaked credentialsInfected devices Configuration 
vulnerabilities 

RISK BASED 

POLICIES
MFA Challenge 
Risky Logins

Block attacks

Change bad 
credentials

Machine-Learning  Engine

Brute force attacks Suspicious sign-in activities 

EXTENSIBILITY
POWER BI,

SIEM

REPORTING APIs

NOTIFICATIONS

DATA EXTRACTS



Secure the Front Door

Capabilities Enabling Technologies UP-SELL/ CROSS-SELL

1. Risk-based 

Conditional Access 

and Multi-Factor 

Authentication

2. Advanced security 

reporting

3. Identify threats on-

premises

4. Identify high-risk 

usage of cloud apps, 

user behavior, detect 

abnormal downloads, 

prevent threat

Azure Active Directory 

Premium P2

Azure Active Directory 

Premium P1 (included in P2)

Cloud App Security

No Prerequisites. Every 

Organization needs to 

secure their front door.

Best Position with:

1. Business Premium

2. E3 

3. E5 

4. Azure Deals 

Secure the Front Door

Identity Driven Security

Capabilities & Opportunity



SECURE CONTENT



Secure Content

AT CREATION DURING TRANSIT WHILE CONSUMPTION

POLICIES, TEMPLATES, 
RULES

DEFINE EXCEPTIONS CLASSIFICATION LABELS
DETECT SAAS APPS IN 

USE AND SECURITY RISK 
RATING

DEFINE DATA COPY AND 
USAGE RULES FOR APPS 

ON DEVICES

ALLOW SHARING OF 
DATA WITHIN AND 

OUTSIDE THE 
ORGANIZATION BASED 

ON IDENTITY

DETECT DATA IN 
VIOLATION OF POLICIES 
AND USERS VIOLATING 

POLICIES

TAKE ACTION 
PEACE OF MIND: DATA 

PROTECTED



Secure Content

Capabilities Enabling Technologies Up-sell/Cross-sell

1.Shadow IT Detection:  

Discovering Apps and 

Risk Scoring

2.Intelligent 

Classification and 

Tagging of content

3.Document encryption, 

tracking, revocation

4.Monitoring shared 

files and responding 

to potential leaks

5.Data segregation at a 

device/app level

Azure Active Directory 

Premium P1

Cloud App Security

Azure Information 

Protection P2

Microsoft Intune

Access to Office Mobile 

Apps is a prerequisite. 

Best Position with:

1. Business Premium

2. E3 

3. E5

Capabilities & Opportunity

Secure Content

PROTECT CONTENT: 

CREATION, TRANSIT, 

CONSUMPTION



SECURE DEVICES



Secure Devices

Manage Devices

Manage Apps & Experience

Access Management Built-in Security Gold Standards

• Conditional access

• Device settings & 
compliance enforcement

• Multi-identity support

• Mobile app management

• File level classification, labeling, encryption

• Supporting rights management services

• Office mobile apps

• Define app-work data 
relationships

• Maintain visibility and control 
without intrusion



Secure Devices

Capabilities Enabling Technologies Up-sell/Cross-sell

1.Conditional Access

2.Device and App 

access level controls: 

PIN

3.Device and App 

encryption at rest

4.Save-As, Copy, Paste 

restrictions

5.Device and App level 

data wipe

Azure Active Directory 

Premium P1

Microsoft Intune

No Prerequisites

Best Positioned with:

1. Business Premium

2. E3

3. E5

Secure Devices

Workplace Issued or BYOD 

Devices

Capabilities & Opportunity



GREAT EMPLOYEE EXPERIENCE



Great Employee Experience

Single Sign-on Self-service Work from Anywhere

• Single sign-on to on-

premises, on-Microsoft 

cloud apps

• Single sign-on to 2700+ 

non-Microsoft SaaS apps 

(Dropbox, Salesforce, etc.)

• Reset/change passwords 

without bothering IT

• Multi-factor authentication

• Work from anywhere

• Pick and choose work apps 

create, join groups

• Work from any device

• Choose between 

calls/SMS/app for multi-

factor authentication

• Non-intrusive security



Great Employee Experience

Capabilities Enabling Technologies Up-sell/Cross-sell

1. Single Sign-On

2. Self Service

3. Advanced Multi-

Factor 

Authentication

4. App Proxy without 

the need of VPN

Azure Active Directory 

Premium P1

No Prerequisites, up-

sell with any Office 

365 offer

Great Employee 

Experience

Productivity without 

Compromise

Capabilities & Opportunity



GO TO MARKET WITH 
SECURITY AS A SERVICE



Market size and opportunity

SMB Opportunity

MSFT Forecast SMB will spend $16B on Security & 

Mobility related solutions in 2018

Data Security ranked consistently at the top of SMB 

IT priorities across 3,000 respondents in 6 countries

Security: Protection against hacker and spyware/malware

Data Backup: Accurate recovery, incremental backups and reporting

Device Management: Securing corporate data, device configuration and 

remote wipe/lock

SMBs universally cite—Data security and Reliability of products and 

services — as their most important priorities



Competition

Secure The Front Door Secure Content Secure Devices & Apps User Self Service

$4 ~ $10/user/month $1 ~ $4/user/month$3 ~ $4/user/month $3 ~ $5/user/month



Recap: Security As A Service

ENABLING TECHNOLOGIES

UP-SELL/CROSS-SELL

Azure Active Directory Premium P2

Azure Active Directory Premium P1 

(included in P2)

Cloud App Security

No Pre-requisites.

Best Position with:

1. Business Premium,

2. E3 

3. E5 

4. Azure Deals 

SECURE THE FRONT 

DOOR

IDENTITY DRIVEN SECURITY

ENABLING TECHNOLOGIES

UP-SELL/CROSS-SELL

Azure Active Directory Premium P1

Cloud App Security

Azure Information Protection P2

Microsoft Intune

Pre-requisites: Office Mobile Apps

Best Position with:

1. Business Premium,

2. E3 

3. E5 

SECURE CONTENT

PROTECT CONTENT: CREATION, 

TRANSIT, CONSUMPTION

Azure Active Directory Premium P1

Microsoft Intune

No Perquisites.

Best Position with:

1. Business Premium,

2. E3 

3. E5 

SECURE DEVICES

WORKPLACE ISSUED OR BYOD 

DEVICES

ENABLING TECHNOLOGIES

UP-SELL/CROSS-SELL

Azure Active Directory Premium 

P1

No Perquisites, up-sell with any 

Office 365 offer

ENABLING TECHNOLOGIES

UP-SELL/CROSS-SELL

GREAT EMPLOYEE 

EXPERIENCE

PRODUCTIVITY WITHOUT 

COMPROMISE



Hero Motions for SMB

Azure Active Directory 

Premium P1
$18.50

Avg Monthly Margins, 

Rebates, Incentives:  $ 5.48

Power-up: $ 27

Office 365 Business Premium

Microsoft Intune $18.50

Avg Monthly Margins, 

Rebates, Incentives:  $ 5.48

Power-up: $ 37

Office 365 Business Premium

EMS E3 (Azure Active Directory 

Premium P1, Microsoft Intune, 

Azure Information Protection 

P1, Microsoft Advanced Threat 

Analytics)

$28.70

Avg Monthly Margins, 

Rebates, Incentives:  $ 8.50

Power-up: $ 59

Office 365 E3
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EMS E5 (EMS E3 + Azure Active 

Directory Premium P2, 

Microsoft Intune, Azure 

Information Protection P2, 

Microsoft Cloud App Security) 

+ ATP + Customer Lockbox + 

Advanced eDiscovery 

$49.80

Avg Monthly Margins, 

Rebates, Incentives:  $ 14.74

Power-up: $ 108

Office 365 E5
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Optimum Security SKUs
Average Revenue per 

User

Avg. Margins & 

Incentives
Productivity SKU



Resources for go to market, in-a-box

1. REQUEST ACCESS 2. SEND REQUEST TO:

ANKURAR@MICROSOFT.COM IF 

THERE ARE ACCESS ISSUES.

3. LEVERAGE RESOURCE MAP: ONENOTE FOR 

NAVIGATING CONTENT

https://aka.ms/secaas
mailto:ANKURAR@MICROSOFT.COM


Next Steps

EVALUATE AND LAUNCH 
ONE OF THE HERO SMB 
OFFERS IN NEXT 30 DAYS

LET US KNOW HOW WE 
CAN SUPPORT:

ANKURAR@MICROSOFT.COM

mailto:ANKURAR@MICROSOFT.COM
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