
Protect Office 365 data, even
on unmanaged devices

Compliance

Employees expect access to the best tools, wherever they 
are—even on their own devices. IT needs confidence that critical 
data is secure. Intune delivers both.

Set up a PIN 
for your device

Natural user prompts guide 
users to compliance

Data loss prevention

Require encryption 
for managed app 
local storage

Only allow Save As 
to secure locations

Only allow copy and paste 
between managed applications

Identity-driven protection

Protect data at the app level, 
rather than requiring the entire 
device to be secured.

Employees can use their work 
and personal accounts with the 
same app

Personal
Identity

Corporate 
Identity

Corporate identity and data can 
be removed without affecting 
users’ apps or personal data.
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