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Microsoft FastTrack for Enterprise Mobility + Security

Let scenarios 
lead the way

Helpful scenarios for Enterprise 
Mobility + Security services can 
help you get going quickly and 
easily

Boost 
engagement

Reach out to the people in your 
organization to use apps, enroll 
devices, and protect data

Accelerate 
deployments 

Get up and running quickly with 
web self-service, remote guidance, 
and expert advice from FastTrack

BENEFITS



• Trust the experts—we build the services 
and help you get on them

• Save time by moving quickly from planning 
to deployment to growth

• No need to spend money on additional 
resources for basic onboarding tasks

• Protect your enterprise sooner with EMS’s 
security capabilities 

• Use more identity, devices, apps, and data 
throughout your organization with our tips 
and tricks to get you going

ACCELERATE



Azure Information Protection
Cloud App Security

Advanced Threat Analytics

Azure Active Directory

Microsoft Intune

FastTrack is included with EMS to accelerate your deployments

ENVISION
Self-service help

Scenarios
Success Plan

Trial

ONBOARD
Getting Started

MVA
Immersion

MS Mechanics

ONBOARD
Remote guidance 
for your Success 

Plan and 
deployment help

DRIVE VALUE
Success Workshop
Quick Start guides

How To docs
Demos and videos

Yes Yes FastTrack Team Yes

Yes Yes FastTrack Team Yes

Yes Yes Request Assistance Yes



FastTrack experts work remotely 
with you and your partner

Microsoft Virtual Academy and 
Immersion

Demos, videos and labs

Self-service resources

Success Plans to speed-up 
deployment

EMS Success Workshop

Quick Start guides

How To’s and personalized 
videos

Trial: Experience EMS before 
you subscribe

Proof of Concept (POC): 
Model your deployment by 
combining a trial and a 
Success Plan

Assess: Determine the setup of your existing 
environment and identify any issues
Remediate: Clean up any issues that might 
prevent your preferred deployment approach
Enable: Set up EMS services, users, and 
integration with your environment

Use: Help your users get their 
work done better with EMS
Enhancements: Integrate your 
environment with custom apps 
and new capabilities

Drive ValuedraobnOnoisivnE



IDENTITY AND ACCESS MANAGEMENT

1000s of apps, 
1 identity

Provide one persona to the 
workforce for SSO to 1000s of 
cloud and on-premises apps

Manage access 
at scale

Manage identities and 
access at scale in the cloud 

and on-premises 

Cloud-powered 
protection

Ensure user and admin 
accountability with better 
security and governance 

Enable business 
without borders

Stay productive with universal 
access to every app and 
collaboration capability

FastTrack Team offers:
• Get organizational identities to the cloud
• Set up single sign-on for test apps (including Azure Active Directory Application Proxy apps)
• Configure self-service options like password reset and Azure Multi-Factor Authentication in the MyApps site
• Identity Protection initial configuration and Privileged Identity Management setup



• Conditional access
• Device settings & Compliance 

enforcement
• Multi-identity support

Access management

• Mobile app management (w & w/o a 
device enrollment)

• File level classification, labeling, and 
encryption

Built-in security

• Office mobile apps
• Familiar and trusted

Gold standard

MANAGED MOBILE PRODUCTIVITY 

FastTrack Team offers:
• Set up and deploy mobile app management policies to help prevent Office 365 data leakage
• Set up and deploy device security policies like pin or device encryption
• Integrate on-premises System Center Configuration Manager with Intune
• Enable conditional access and compliance policies to control access to data



Safe 
sharing

Greater 
control

Persistent
protection

Intuitive 
experience

INFORMATION PROTECTION

Request Assistance offers:
• Self-guided service enablement with a pre-populated set of classification labels and policies
• Five common use case scenarios: default, manual, automatic, recommendations, and justifications
• Support to troubleshoot issues and a Yammer forum for direct engagement



Discovery
Gain complete visibility and 
context for cloud usage and 

shadow IT—no agents required

Data control
Shape your cloud environment with 
granular controls and policy setting 

for access, data sharing, and DLP

Threat protection
Identify high-risk usage and security 

incidents, detect abnormal user 
behavior, and prevent threats

IDENTITY-DRIVEN SECURITY

Request Assistance offers:
• Discovery: Gain complete visibility and context for cloud usage and shadow IT
• Data control: Shape your cloud environment with granular controls & policies for access, data sharing, and DLP
• Threat protection: Identify high-risk usage and security incidents, detect abnormal user behavior and prevent threats



Detect threats 
fast with 

Behavioral 
Analytics

Adapt as fast as 
your enemies

Focus on what is 
important fast 

using the simple 
attack timeline

Reduce the 
fatigue of false 

positives

Prioritize and 
plan for next 

steps

IDENTITY-DRIVEN SECURITY

Request Assistance offers:
• Analyze: Using deep packet inspection technology, ATA analyzes all Active Directory traffic and collects relevant events
• Learn: ATA starts learning and profiling behaviors of users, devices, and resources then builds a map of entity interactions
• Detect: ATA looks for any anomalies and raises red flags while leveraging security research to detect known attacks
• Alert: ATA provides clear, functional, actionable information on a simple attack timeline to take action



Remote guidance 
available in:
• Chinese Simplified
• Chinese Traditional
• English
• French
• German
• Italian
• Japanese
• Korean
• Brazilian Portuguese
• Spanish
• Thai
• Vietnamese



GROWTRY DEPLOY

Envision 

TRY | DEPLOY | GROW



Envision 

TRY

TRY



Envision 

DEPLOY

DEPLOY



Envision 

GROW

GROW



Devices LoB apps

FastTrack Team
Organization purchases 150+ seats of Enterprise Mobility + 
Security or standalone services 
MS/Partner coordinates with Microsoft for user provisioning
Create user accounts, move identities to cloud, set up apps, configure self-service 
in MyApps site

Setup users,, groups and devices, connect on-premises 
System Center Configuration Manager to Intune

MS/Partner helps organization with general 
activities, customization, remediation, company-
wide device setup, user growth, management and 
enhancement of overall solution

Organization
is interested in Enterprise 
Mobility + Security

MS/Partner
recommends FastTrack and you begin 
your EMS trial subscription 

EMS

Envision

Trial Plan/POC Enable

Microsoft

I need to secure users, 
devices, apps and data!

Enterprise 
Mobility + 
Security 



Organization

ROLE
During your trial experience, 
create and work on a Success 
Plan to get the most out of your 
trial. After your purchase, get 
ready to transition to a FastTrack 
expert who knows EMS. This 
contact will reach out and help 
you deploy EMS services.

Partner

ROLE
Partners can get involved during 
the Envision, Onboard or Drive 
Value stages. Think of this 
FastTrack expert as an extension 
of the FastTrack Team: they’re 
there to help you deploy and 
adopt, every step of the way.

FastTrack Team

ROLE
After your purchase, the FastTrack 
Team provides the know-how to 
turn on the ignition for EMS 
services and ensure a successful 
deployment.



 Learn more about Microsoft FastTrack at 
https://fasttrack.microsoft.com

 Find out what’s new with FastTrack for EMS at 
https://www.microsoft.com/en-us/cloud-
platform/roadmap-recently-available

 Talk to your Microsoft account team about 
Enterprise Mobility + Security for more info

 Review resources on FastTrack: 
docs.microsoft.com

 Include FastTrack in deployment planning 
for Enterprise Mobility + Security

 Try out Enterprise Mobility + Security: 
www.microsoft.com/ems

TRY | DEPLOY | GROW






