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	Instructions: Clarify the appropriate desktop management technologies to use for various user types in your organization.

	Worker Type
	Recommended Solution
	Notes

	High Performance Workers
	· Lightly managed IT environment with the appropriate tools and office applications. 

· Users might want to choose which software to install. 

· Such users should store their data on corporate servers even though they might also need access to local storage on a disk for performance. 
	Numbers present:

	
	· 
	

	
	· 
	Security group:

	
	· 
	

	Knowledge Workers
	· Moderately managed IT environment with standard office applications. 

· Software needs to be configured to install automatically, either at logon, or when the user goes to the Start menu. 

· User data and user settings should be configured so that the data is stored on the network on a secure share.

· Laptops can also be moderately managed, with some provision made for software installation from CDs, as needed. 
	Numbers present:

	
	· 
	

	
	· 
	Security group:

	
	· 
	

	Process workers
	· Highly managed dedicated workstation that does not require users to manipulate data or configure or install software.

· Software can be limited to e-mail messaging, anti-virus, and the dedicated software required for data entry.

· Data is typically stored on corporate servers, and they may have limited write access to the local computer.
	Numbers present:

	
	· 
	

	
	· 
	Security group:

	
	· 
	

	Data Entry Workers
	· Highly managed dedicated workstation that does not require users to manipulate data or configure or install software.

· Software can be limited to e-mail messaging, anti-virus, and the dedicated software required for data entry.

· Data-entry users have no access to disk drives, CD-ROM drives, or the local file system, and their data is stored on corporate servers. Users might share workstations with users on other shifts or with temporary workers.
	Numbers present:

	
	
	

	
	
	Security group:

	
	
	

	Stationary Users
	· Moderately managed IT environment as administrators typically make these clients their base model for a standard operating environment.

· Stationary users have permanent LAN connections over high-speed links to connect to the users’ data on local servers. 

· Needs for IT services can be easily anticipated. 


	Numbers present:

	
	
	

	
	
	Security group:

	
	
	

	Roaming Users
	Lightly managed IT environment with the appropriate tools and office applications. They need to access their data from multiple workstations from many different areas in the same physical location.

· Roaming users access the corporate network by using LAN links. They have permanent LAN connections when working locally, but if they roam between sites, they might have restricted network bandwidth back to some servers. 
	Numbers present:

	
	
	

	
	
	Security group:

	
	
	

	Mobile Users
	· Moderately managed IT environment with standard office applications. 

· Consider creating a slightly different GPO for users who spend the majority of their time out of the office.

· Consider granting them more privileges than equivalent users on a desktop computer (for example, so they can install printers).
	Numbers present:

	
	
	

	
	
	Security group:

	
	
	

	Remote Users


	· Moderately managed IT environment with standard office applications. 

· Remote users are often connected by slow or intermittent network links, but they connect by using the same link each time. They need access to the corporate network at their convenience. Therefore, network services must be accessible at any time. 

· Users need to save data and settings locally, which might not be synchronized to a file server
	Numbers present:

	
	
	

	
	
	Security group:

	
	
	


NOTE: This worksheet is associated with “Chapter 1. Planning a Managed Environment” in the Designing a Managed Environment book.
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